## Exam Objectives

The exam objectives listed here are current as of this book’s publication date. Exam objectives are subject to change at any time without prior notice and at Microsoft’s sole discretion. Please visit the Microsoft Learning website for the most current listing of exam objectives: http://www.microsoft.com/learning/en/us/Exam.aspx?ID=70-647.

<table>
<thead>
<tr>
<th>Objective</th>
<th>Chapter</th>
<th>Lesson</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>Planning Network and Application Services (23 percent)</strong></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Plan for name resolution and IP addressing.</td>
<td>Chapter 1</td>
<td>Lesson 1, 2</td>
</tr>
<tr>
<td>Design for network access.</td>
<td>Chapter 5</td>
<td>Lesson 1, 2</td>
</tr>
<tr>
<td>Plan for application delivery.</td>
<td>Chapter 7</td>
<td>Lesson 2</td>
</tr>
<tr>
<td>Plan for Remote Desktop Services.</td>
<td>Chapter 7</td>
<td>Lesson 1</td>
</tr>
<tr>
<td><strong>Designing Core Identity and Access Management Components (25 percent)</strong></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Design Active Directory forests and domains.</td>
<td>Chapter 2</td>
<td>Lesson 1</td>
</tr>
<tr>
<td>Design the Active Directory physical topology.</td>
<td>Chapter 2</td>
<td>Lesson 2</td>
</tr>
<tr>
<td>Design the Active Directory administrative model.</td>
<td>Chapter 4</td>
<td>Lesson 1</td>
</tr>
<tr>
<td>Design the enterprise-level group policy strategy.</td>
<td>Chapter 4</td>
<td>Lesson 2</td>
</tr>
<tr>
<td><strong>Designing Support Identity and Access Management Components (29 percent)</strong></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Plan for domain or forest migration, upgrade, and restructuring.</td>
<td>Chapter 3</td>
<td>Lesson 1</td>
</tr>
<tr>
<td>Design the branch office deployment.</td>
<td>Chapter 6</td>
<td>Lesson 1, 2</td>
</tr>
<tr>
<td>Design and implement public key infrastructure.</td>
<td>Chapter 10</td>
<td>Lesson 1, 2</td>
</tr>
<tr>
<td>Plan for interoperability.</td>
<td>Chapter 3</td>
<td>Lesson 2</td>
</tr>
<tr>
<td><strong>Designing for Business Continuity and Data Availability (23 percent)</strong></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Plan for business continuity.</td>
<td>Chapter 9</td>
<td>Lesson 3</td>
</tr>
<tr>
<td>Design for software updates and compliance management.</td>
<td>Chapter 11</td>
<td>Lesson 1, 2</td>
</tr>
<tr>
<td>Design the operating system virtualization strategy.</td>
<td>Chapter 8</td>
<td>Lesson 1, 2</td>
</tr>
<tr>
<td>Design for data management and data access.</td>
<td>Chapter 2, 4</td>
<td>Lesson 1, 1</td>
</tr>
</tbody>
</table>
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Introduction

This training kit is designed for enterprise administrators who have several years’ experience managing the overall IT environment and architecture of medium to large organizations and who plan to take the Microsoft Certified Information Technology Professional (MCITP) 70-647 exam. As an enterprise administrator, you likely are responsible for translating business goals into technology decisions and designs and for developing mid-range and long-term strategies. You are responsible for making key decisions and recommendations about network infrastructure, directory services, identity management, security policies, business continuity, IT administrative structure, best practices, standards, and Service Level Agreements (SLAs). Your job role involves 20 percent operations, 60 percent engineering, and 20 percent support tasks. The Preparation Guide for Exam 70-647 is available at http://www.microsoft.com/learning/en/us/exam.aspx?ID=70-647.

By using this training kit, you learn how to do the following:

■ Plan network and application services.
■ Design core identity and access management components.
■ Design support identity and access management components.
■ Design for business continuity and data availability.

Refer to the objective mapping page in the front of the book to see where in the book each exam objective is covered.

Lab Setup Instructions

The exercises in this training kit require a minimum of two computers or virtual machines:

■ One server running Windows Server 2008 R2 Enterprise configured as a domain controller.
■ One computer running Windows Vista (Enterprise, Business, or Ultimate). (Windows 7 Pro, Enterprise, or Ultimate may be used; however, dialogs may be slightly different than described or shown.)


All computers in these lab exercises must be connected to the same network. It is recommended that you use an isolated network that is not part of your production network to do the practice exercises in this book. To minimize the time and expense of configuring physical computers, using virtual machines is recommended. To run computers as virtual machines within Windows, you can use Virtual PC 2007, Virtual Server 2005 R2, Hyper-V, or third-party

**Hardware Requirements**

You can complete almost all practice exercises in this book by using virtual machines rather than real server hardware. The minimum and recommended hardware requirements for Windows Server 2008 and Windows Server 2008 R2 are listed in the following tables:

**TABLE I-1** Windows Server 2008 Minimum Hardware Requirements

<table>
<thead>
<tr>
<th>HARDWARE COMPONENT</th>
<th>MINIMUM REQUIREMENTS</th>
<th>RECOMMENDED</th>
</tr>
</thead>
<tbody>
<tr>
<td>Processor</td>
<td>1GHz (x86), 1.4GHz (x64)</td>
<td>2GHz or faster</td>
</tr>
<tr>
<td>RAM</td>
<td>512 MB</td>
<td>2 GB</td>
</tr>
<tr>
<td>Disk Space</td>
<td>15 GB</td>
<td>40 GB</td>
</tr>
</tbody>
</table>

**TABLE I-2** Windows Server 2008 R2 Minimum Hardware Requirements

<table>
<thead>
<tr>
<th>HARDWARE COMPONENT</th>
<th>MINIMUM REQUIREMENTS</th>
<th>RECOMMENDED</th>
</tr>
</thead>
<tbody>
<tr>
<td>Processor</td>
<td>1.4GHz (x64) or 1.3GHz (x64 Dual Core)</td>
<td>2GHz or faster</td>
</tr>
<tr>
<td>RAM</td>
<td>512 MB</td>
<td>2 GB</td>
</tr>
<tr>
<td>Disk Space</td>
<td>32 GB</td>
<td>80 GB</td>
</tr>
</tbody>
</table>

If you intend to implement several virtual machines on the same computer (recommended), a higher specification will enhance your user experience. In particular, a computer with 4 GB of RAM and 100 GB of free disk space can host all the virtual machines specified for all the practice exercises in this book.

**Preparing the Computer Running Windows Server 2008 R2 Enterprise**

Detailed instructions for preparing for Windows Server 2008 R2 installation and installing and configuring the Windows Server 2008 R2 Enterprise domain controller are given in Chapter 1, “Planning Name Resolution and Internet Protocol Addressing.” The required server roles are added in the practice exercises in subsequent chapters.
Preparing the Computer Running Windows Vista or Windows 7

Perform the following steps to prepare your computer running Windows Vista or Windows 7 for the exercises in this training kit.

Check Operating System Version Requirements

In System Control Panel (found in the System And Maintenance category), verify that the operating system version is Windows Vista or Windows 7 (Enterprise, Business, Professional, or Ultimate). If necessary, choose the option to upgrade to one of these versions.

Name the Computer

In System Control Panel, specify the computer name as Melbourne.

Configure Networking

To configure networking, carry out the following tasks:

1. In Control Panel, click Set Up File Sharing.
2. In Network And Sharing Center, verify that the network is configured as a Private network and that File Sharing is enabled.
3. In Network And Sharing Center, click Manage Network Connections.
4. In Network Connections, open the properties of the Local Area Connection. Specify a static IPv4 address that is on the same subnet as the domain controller.

For example, the setup instructions for the domain controller specify an IPv4 address 10.0.0.11. If you use this address, you can configure the client computer with an IP address of 10.0.0.21. The subnet mask is 255.255.255.0, and the Domain Name System (DNS) address is the IPv4 address of the domain controller. You do not require a default gateway. You can choose other network addresses if you want to, provided that the client and server are on the same subnet.

Using the CD

The companion CD included with this training kit contains the following:

- **Practice tests** You can reinforce your understanding of how to configure Windows Vista and Windows 7 by using electronic practice tests you customize to meet your needs from the pool of Lesson Review questions in this book, or you can practice for the 70-647 certification exam by using tests created from a pool of 200 realistic exam questions to ensure that you are prepared.
An eBook  An electronic version of this book is included for when you do not want to carry the printed book with you. The eBook is available in two formats: Portable Document Format (PDF), which can be viewed by using Adobe Acrobat or Adobe Reader, and XML Paper Specification (XPS).

How to Install the Practice Tests
To install the practice test software from the companion CD to your hard disk, do the following:

1. Insert the companion CD into your CD drive and accept the license agreement. A CD menu appears.

   **NOTE** **IF THE CD MENU DOES NOT APPEAR**
   If the CD menu or the license agreement does not appear, AutoRun might be disabled on your computer. Refer to the Readme.txt file on the CD-ROM for alternative installation instructions.

2. Click Practice Tests and follow the instructions on the screen.

How to Use the Practice Tests
To start the practice test software, follow these steps:

1. Click Start, click All Programs, and then select Microsoft Press Training Kit Exam Prep. A window appears that shows all the Microsoft Press training kit exam prep suites installed on your computer.

2. Double-click the lesson review or practice test you want to use.

   **NOTE** **LESSON REVIEWS VS. PRACTICE TESTS**

Lesson Review Options
When you start a lesson review, the Custom Mode dialog box appears so that you can configure your test. You can click OK to accept the default settings, or you can customize the number of questions you want, how the practice test software works, the exam objectives
to which you want the questions to relate, and whether you want your lesson review to be timed. If you are retaking a test, you can select whether you want to see all the questions again or only the questions you missed or did not answer.

After you click OK, your lesson review starts.

- To take the test, answer the questions and use the Next and Previous buttons to move from question to question.
- After you answer an individual question, if you want to see which answers are correct—along with an explanation of each answer—click Explanation.
- If you prefer to wait until the end of the test to see how you did, answer all the questions, and then click Score Test. You will see a summary of the exam objectives you chose and the percentage of questions you got right overall and per objective. You can print a copy of your test, review your answers, or retake the test.

**Practice Test Options**

When you start a practice test, you choose whether to take the test in Certification Mode, Study Mode, or Custom Mode.

- **Certification Mode**  Closely resembles the experience of taking a certification exam. The test has a set number of questions. It is timed, and you cannot pause and restart the timer.
- **Study Mode**  Creates an untimed test during which you can review the correct answers and the explanations after you answer each question.
- **Custom Mode**  Gives you full control over the test options so that you can customize them as you like.

In all modes, the user interface when you are taking the test is basically the same, but has different options enabled or disabled, depending on the mode. The main options are discussed in the previous section, “Lesson Review Options.”

When you review your answer to an individual practice test question, a “References” section is provided that lists where in the training kit you can find the information that relates to that question and provides links to other sources of information. After you click Test Results to score your entire practice test, you can click the Learning Plan tab to see a list of references for every objective.

**How to Uninstall the Practice Tests**

To uninstall the practice test software for a training kit, use the Programs And Features option in Windows Control Panel.
Acknowledgments

David Miller would like to acknowledge his coauthors, Paul Mancuso and John Policelli. Great job, guys. I am proud to be working with you. Thank you both.

All the authors would like to acknowledge and thank the talented teams from GrandMasters, LLC, and Microsoft Press for their tireless pursuit of accuracy, precision, and clarity. Thank you for your assistance, your support, and your skillful efforts.

Lastly, the authors would like to acknowledge and thank you, the reader, for your desire for self-improvement and your faith in us to produce a resource worthy of your time and consumption. We've done our best to make this book a powerful asset in your efforts to be a better IT professional. We hope you find it so. Thank you.

Support & Feedback

The following sections provide information on errata, book support, feedback, and contact information.

Errata

We've made every effort to ensure the accuracy of this book and its companion content. Any errors that have been reported since this book was published are listed on our Microsoft Press site:

http://go.microsoft.com/fwlink/?LinkId=219405

If you find an error that is not already listed, you can report it to us through the same page.

If you need additional support, please email Microsoft Press Book Support at mspininput@microsoft.com.

Please note that product support for Microsoft software is not offered through the addresses above.
We Want to Hear from You
At Microsoft Press, your satisfaction is our top priority, and your feedback our most valuable asset. Please tell us what you think of this book at http://www.microsoft.com/learning/booksurvey.

The survey is short, and we read every one of your comments and ideas. Thanks in advance for your input!

Stay in Touch
Let’s keep the conversation going! We’re on Twitter: http://twitter.com/MicrosoftPress.
Preparing for the Exam

Microsoft certification exams are a great way to build your resume and let the world know about your level of expertise. Certification exams validate your on-the-job experience and product knowledge. Although there is no substitute for on-the-job experience, preparation through study and hands-on practice can help you prepare for the exam. We recommend that you augment your exam preparation plan by using a combination of available study materials and courses. For example, you might use the Training Kit and another study guide for your “at home” preparation, and take a Microsoft Official Curriculum course for the classroom experience. Choose the combination that you think works best for you.
CHAPTER 3

Planning Migrations, Trusts, and Interoperability

This chapter focuses on how to get Microsoft Windows Server 2008 R2 working with other technologies and other operating systems. In the first lesson, you learn which factors you need to consider when planning an organization’s move from an existing Active Directory directory service environment to one based on Windows Server 2008 R2 Active Directory Domain Services (AD DS). You will also learn what steps to consider when planning a trust relationship between one AD DS environment and another. The second lesson in this chapter focuses on the topic of interoperability, which includes ensuring that users of Windows-based and UNIX-based computers are able to work seamlessly together. This lesson also includes information about technologies by which you can migrate services and applications that traditionally run on UNIX-based computers only, so that they can be hosted on computers on which the Windows Server 2008 R2 operating system is installed.

Exam objectives in this chapter:
- Plan for domain or forest migration, upgrade, and restructuring.
- Plan for interoperability.

Lessons in this chapter:
- Lesson 1: Planning for Migration, Upgrade, and Restructuring 139
- Lesson 2: Planning for Interoperability 148
Before You Begin

To complete the lessons in this chapter, you must have installed a Windows Server 2008 R2 Enterprise domain controller named Glasgow as described in Chapter 1, “Planning Name Resolution and Internet Protocol Addressing.” No additional configuration is required for this chapter.

**REAL WORLD**

John Policelli

In the 10 years that I have been working with Active Directory, I have been involved in countless migrations and upgrades. Over these years, I have had the opportunity to see the evolution of Active Directory migrations. As one would expect, the migration processes have improved with the progression of the technology and the maturity of the product. I have also seen the complexity of migrations increase substantially over the years. Organizations have had to migrate and upgrade for fairly basic technical reasons, such as staying within support and leveraging new features, as new versions of the Windows Server operating system have been released. However, organizations in this day and age have important business drivers, such as mergers and acquisitions and increased pressure to consolidate, which often result in very complex migrations. I’ve come to realize that the most complex and difficult migrations are much more achievable through proper planning.
Lesson 1: Planning for Migration, Upgrade, and Restructuring

Although it is possible to add a member server running Windows Server 2008 R2 to an existing Microsoft Windows Server 2003 domain, at some point in your organization’s migration to Windows Server 2008 R2, you are going to want to upgrade your organization’s domain controllers. In this lesson, you learn which steps you need to take to move from a network environment that is dependent on a previous version of Microsoft Windows to a Windows Server 2008 R2 Active Directory–based network infrastructure.

After this lesson, you will be able to:
- Prepare the environment for Windows Server 2008 R2.
- Migrate objects.
- Plan domain consolidation.

Estimated lesson time: 40 minutes

Migration Paths

You can take one of three general paths to move from an existing AD DS environment to a Windows Server 2008 R2 AD DS environment. These paths are known as the domain upgrade, the domain restructure, and the upgrade-then-restructure. When planning which method to use, consider factors such as the amount of time the migration should take and the availability of new server hardware. An operating system upgrade is an ideal time to reassess your business requirements and compare these to your existing AD DS design, and potentially identify opportunities for increased efficiencies and cost savings.

Domain Upgrade Migration Path

The domain upgrade migration path involves upgrading the operating system of a domain controller running Windows Server 2003 or Windows Server 2008 to Windows Server 2008 R2 or installing Windows Server 2008 R2 domain controllers into a Windows 2000 Server or Windows Server 2003 domain. If you are planning to add Windows Server 2008 R2 domain controllers to a domain, you need to ensure that domains in your organization are at the Windows 2000 Native functional level or higher. Domains at the Windows 2000 mixed or Windows Server 2003 interim functional level do not support Windows Server 2008 R2 domain controllers. There is no direct upgrade path between Windows 2000 Server and Windows Server 2008 R2. Plan to use the domain upgrade migration path when you will not have access to a significant amount of new server hardware on which to install new deployments of Windows Server 2008 R2.
Domain Restructure Migration Path

The *domain restructure migration path* involves copying AD DS objects from the original domain or forest to the new Windows Server 2008 R2 domain or forest, using tools, such as the Active Directory Migration Tool, covered later in this lesson. After all objects are migrated, the domain controllers in the original domain or forest are decommissioned. The domain restructure migration path includes the following advantages:

- The original environment remains the same until the migration is completed. Users are not forced to the new environment until it is tested and ready.
- It enables the selective migration of objects. When you perform a domain upgrade, all objects are upgraded, including those that are redundant, inactive, and no longer necessary. Domain restructure migrations enable organizations to clean up their environments as they transition to the new technology.

The domain restructure migration requires you to have enough new server hardware to support both the original and destination environments concurrently. If the budget does not allow for new server hardware, the domain upgrade migration path is a more feasible alternative. Although it is possible to perform a domain restructure migration using virtualization, you should avoid this approach unless you are planning an AD DS deployment that primarily involves virtualized domain controllers.

Upgrade-Then-Restructure Migration Path

The upgrade-then-restructure migration path, also known as a two-phase migration, involves upgrading the original domain or forest and then migrating AD DS objects to a new Windows Server 2008 R2 domain or forest. This process essentially combines the domain upgrade and domain restructure approaches, enabling an organization to benefit immediately from a Windows Server 2008 R2 upgrade and then to transition to new Windows Server 2008 R2 domain controller hardware at some point in the future, with the added benefit of removing unnecessary AD DS objects through the selective migration process.

Active Directory Migration Tool

You can use the Active Directory Migration Tool v3.2 (ADMT v3.2) to migrate AD DS objects within a forest, referred to as an *intraforest migration*, or to migrate objects to another forest, referred to as an *interforest migration*. You can use the ADMT to migrate users, groups, managed service accounts, computers, and trusts. The ADMT has a simulation mode that enables administrators to evaluate the results of planned migrations prior to performing the actual migrations.

**MORE INFO  OBTAIN THE ACTIVE DIRECTORY MIGRATION TOOL**

Upgrading an Existing Domain to Windows Server 2008 R2

There are two basic strategies for transitioning from an existing domain to a Windows Server 2008 R2 AD DS domain. The first strategy is to introduce new Windows Server 2008 R2 domain controllers into the forest and then either to retire or upgrade existing Windows Server 2003 or Windows Server 2008 domain controllers. The second strategy is simply to perform an in-place upgrade of all existing Windows Server 2003 or Windows Server 2008 domain controllers. Both of these strategies are useful when pursuing the domain upgrade migration path.

Preparing the Environment

You need to perform several steps prior to adding a Windows Server 2008 R2 domain controller to an existing AD DS environment, even if you do not intend to change the current domain or forest functional level. These steps include ensuring that existing domain controllers in the environment have appropriate patches and service packs installed and that the AD DS schema has been appropriately prepared for the introduction of Windows Server 2008 R2 domain controllers.

If you are planning to add a Windows Server 2008 R2 domain controller to a domain that has active Windows 2000 Server domain controllers, which is possible when using the Windows 2000 Native domain and forest functional level, you must ensure that all Windows 2000 Server domain controllers have Service Pack 4 installed.

To prepare a forest for the installation of Windows Server 2008 R2 domain controllers, run the `adprep /forestprep` command on the schema master. To execute this command successfully, the user account must be a member of the Enterprise Admins, Schema Admins, and Domain Admins groups.

To prepare a forest for the installation of a read-only domain controller (RODC), run the `adprep /rodcprep` command on the schema master. This command needs to be run only once on the schema master and does not need to be run in each domain in the forest in which you intend to install Windows Server 2008 R2 RODCs. As is the case with `adprep /forestprep`, to execute this command successfully, the user account must be a member of the Enterprise Admins, Schema Admins, and Domain Admins groups.

After you have completed the forest-level preparation tasks, you must prepare each domain in the forest where you plan to install Windows Server 2008 R2 domain controllers. A user who is a member of that domain’s Domain Admins group must run the `adprep /domainprep /gpprep` domain preparation command on the domain controller that holds the infrastructure master role. After this command has been run, Windows Server 2008 R2 domain controllers can be introduced to that domain.
In-Place Domain Controller Upgrade

Upgrading each domain controller in the domain from Windows Server 2003 or Windows Server 2008 to Windows Server 2008 R2 works well within the limitations of the types of upgrades you can perform. The ability to perform in-place upgrades becomes slightly more complicated with Windows Server 2008 R2 because of the fact that Windows Server 2008 R2 only includes x64 support; there are no x86 editions of Windows Server 2008 R2. It is quite likely that you have existing domain controllers that have an x86 edition of Windows Server installed. Cross-architecture in-place upgrades, for example x86 to x64, are not supported. Additionally, in-place upgrades from computers that have operating systems prior to Windows Server 2003 SP2 are not supported.

EXAM TIP

For the 70-647 exam, ensure that you understand the upgrade paths from previous versions of Windows Server to Windows Server 2008 R2 because these affect the Active Directory Domain Services upgrade paths.

MORE INFO  WINDOWS SERVER 2008 R2 UPGRADEPATHS


Quick Check

1. On which domain controller should you perform the first forest preparation task?
2. Which of the Windows Server 2003 domain functional levels do not support the introduction of Windows Server 2008 R2 domain controllers?

Quick Check Answers

1. You must run `adprep /forestprep` on the domain controller hosting the schema master role.
Cross-Forest Authentication

The forest is the ultimate security boundary for AD DS. Organizations often have multiple AD DS forests or have partners with AD DS forests, for which the security boundary must be extended. Cross-forest authentication consists of enabling users in one forest to access resources in another forest. Cross-forest authentication is usually achieved by using forest trust relationships. Forest trust relationships are transitive; they allow users in any domain in one forest to access resources in any domain in another forest. In addition to forest trust relationships, external trusts can be used to provide cross-forest authentication. External trusts are created between domains in two separate forests and enable users in one domain to access resources in the other domain. Active Directory Federation Services (AD FS) also provides a method of granting access to forest resources; you will learn about this technology in Lesson 2, "Planning for Interoperability."

When planning a trust, you must consider the following factors:

- Whether a forest trust or external trust is required
- The direction of the trust
- The level of authentication that will be allowed through the trust
- Whether Security Identifier (SID) filtering should be implemented

Because trust relationships extend the AD DS security boundary, it is important to ensure that you grant only the minimum required access needed to meet business and technical requirements.

You can determine whether a forest trust or external trust is required by assessing the location of the users requiring access and the resources to which they require access. As previously mentioned, forest trusts are transitive. Therefore, if users from any domain in one forest require access to resources in any domain in another forest, then a forest trust is required. On the other hand, if users from a single domain in one forest require access to resources in a single domain in another forest, an external trust is better suited.

Once you’ve determined whether a forest trust or external trust is required, you must decide on the direction of trust. Forest trusts and external trusts can be one-way or two-way. A two-way trust is only required when users in each forest or domain need to access resources located in the other domain or forest. One-way trusts will suffice when bidirectional access is not required.

Trust relationships provide a pathway for all authentication requests between the forests or domains. By default, any user can authenticate over a trust relationship. However, selective authentication enables you to restrict which users can authenticate over a trust. Effectively, selective authentication can be used to limit the groups of users who are able to access resources across the trust and enables you to limit which computers in the trusting forest can be accessed across the trust. You can configure selective authentication when you first create the trust or alter the properties of an existing trust, as shown in Figure 3-1. If you choose not to implement selective authentication, plan to remove the Authenticated Users group from all sensitive resources in the trusting domain.
SID History is a feature that supports the migration of user and group accounts between domains and allows the user accounts to retain access to resources in their original domain. SID filtering prevents users from using SIDs stored in the SIDHistory attribute when accessing resources in a trusting forest. A new SID will be assigned to the account when it is moved to the new domain, and that new SID will not be assigned access to the resources that are yet to be migrated from the original domain. SID filtering can block the SIDHistory attribute across the forest trust, which ensures that accounts that have been migrated to a trusted forest no longer have access to resources in the original forest unless explicitly specified. When enabled, any SIDs from domains other than the trusted domain are ignored. For example, SID filtering is enabled by default on any trust created using a computer running Windows Server 2008 R2. Disable SID filtering only during the migration of user and group accounts from one forest to another. This allows access to resources during the migration process. After the migration is complete, plan to reenable SID filtering.

![Configuring selective authentication](image)

**FIGURE 3-1** Configuring selective authentication

**PRACTICE** Planning Forest Migration to Windows Server 2008 R2

Tailspin Toys has a 15-domain AD DS forest that contains a mix of domains running at the Windows 2000 Mixed, Windows Server 2003 Interim, and Windows Server 2003 functional levels. You are planning the transition of the Tailspin Toys environment so that the forest operates at the Windows Server 2008 R2 functional level.

The trafalgar.tailspintoys.internal, warragul.tailspintoys.internal, and bairnsdale.tailspintoys.internal domains are running at the Windows Server 2003 Interim level.
The yarragon.tailspintoys.internal, traralgon.tailspintoys.internal, and morwell.tailspintoys.internal domains contain only Windows 2000 Server domain controllers. The existing domain controller hardware in each of these domains will support Windows Server 2008 R2 domain controllers if they are running the Server Core installation. You want to deploy RODCs at several sites within these domains, and budget is available for one new Windows Server 2008 R2 domain controller, including hardware, for each of these domains.

**EXERCISE Plan the Migration of the Tailspin Toys Forest to Windows Server 2008**

In this exercise, you review the aforementioned business and technical requirements as part of planning a migration to Windows Server 2008 R2 AD DS at Tailspin Toys.

1. Which steps should you include in your plans with respect to the tailspintoys.internal root domain?
   - Join a Windows Server 2008 R2 member server to the domain.
   - Run `adprep /forestprep` on the schema master.
   - Run `adprep /rodcprep` on the schema master.
   
   This is because you must deploy RODCs in several domains in the forest.

2. Which steps should you include in your plans to transition the yarragon.tailspintoys.internal domain to the Windows Server 2008 R2 functional level?
   - Ensure that all Windows 2000 Server domain controllers have Service Pack 4 installed.
   - Ensure that `adprep /rodcprep` has been run on the schema master.
   - Join the Windows Server 2008 R2 member server to the domain.
   - Run `adprep /domainprep /gpprep` on the infrastructure master in the domain.
   - Promote the Windows Server 2008 R2 member server to domain controller. Seize all domain operations master roles for this domain controller.
   - Demote existing Windows 2000 Server domain controllers.
   - Upgrade the domain functional level to Windows Server 2008 R2.
   - Perform clean installations of Windows Server 2008 R2 Server Core on the hardware originally used by the Windows 2000 domain controllers.
   - Promote these computers running Windows Server 2008 R2 Server Core to domain controllers or RODCs as necessary.

**Lesson Summary**

- Run `adprep /forestprep` on the domain controller hosting the schema master role.
- To upgrade a domain in a forest that has been prepared using `adprep /forestprep`, run the `adprep /domainprep /gpprep` command on the domain controller that holds the infrastructure master role.
■ Selective authentication stops users from trusted domains from being treated automatically as members of the Authenticated Users group in the trusting domain.

■ SID filtering ensures that only SIDs from the trusted domain can be used when users attempt to access resources in the trusting domain. SID filtering is enabled by default on trusts created between Windows Server 2008 R2 domains. SID filtering is often disabled during cross-forest migration, allowing migrated user accounts access to resources in the source environment until the migration is complete.

■ You can use the Active Directory Migration Tool to migrate objects between domains and forests.

Lesson Review
You can use the following questions to test your knowledge of the information in Lesson 1, “Planning for Migration, Upgrade, and Restructuring.” The questions are also available on the companion CD if you prefer to review them in electronic form.

**NOTE ANSWERS**
Answers to these questions and explanations of why each answer choice is correct or incorrect are located in the “Answers” section at the end of the book.

1. Assuming that the operations master roles are distributed across Windows Server 2003 domain controllers in the forest root domain so that no one domain controller hosts more than a single role, on which of the following computers should you run the adprep /forestprep command?
   
   A. Domain controller hosting the PDC emulator role  
   B. Domain controller hosting the schema master role  
   C. Domain controller hosting the RID master role  
   D. Domain controller hosting the infrastructure master role  
   E. Domain controller hosting the domain naming master role

2. You have upgraded the forest root domain so that it now has Windows Server 2008 R2 domain controllers. You now plan to upgrade a child domain in the same forest. Assuming that no domain controller in the forest hosts more than one flexible single master operations (FSMO) role, on which domain controller in the child domain should you run the adprep /domainprep /gpprep command?
   
   A. Domain controller hosting the PDC emulator role  
   B. Domain controller hosting the schema master role  
   C. Domain controller hosting the RID master role  
   D. Domain controller hosting the infrastructure master role  
   E. Domain controller hosting the domain naming master role
3. You are planning the migration of several thousand user accounts from the maffra.contoso.internal domain to the traralgon.fabrikam.internal domain. Each domain is in a separate AD DS forest. Each AD DS forest is configured to run at the Windows Server 2008 R2 functional level, and the forests share a two-way forest trust. During the migration, you want to ensure that migrated user accounts are able to access resources in both domains. Which of the following should you plan to do during the migration?

   A. Disable SID filtering.
   B. Enable SID filtering.
   C. Configure Selective Authentication.
   D. Configure name suffix routing.

4. You are planning a two-way forest trust between the Contoso and Fabrikam organizations. You want to ensure that only authorized users from each trusted forest have access to resources in the trusting forest. Many resources are available to authenticated users in each forest. These resources should not be available to users in the trusted forest unless explicitly allowed. Which of the following plans should you make?

   A. Implement selective authentication.
   B. Implement SID filtering.
   C. Implement user principal name (UPN) suffix routing.
   D. Implement forest-wide authentication.
Lesson 2: Planning for Interoperability

Organizations of all sizes are increasingly collaborating with partners and customers. Traditionally, this collaboration results in the need to manage multiple user accounts and groups, as well as the exchange of private information. The interoperability capabilities built into Microsoft’s Identity and Access solutions now enable organizations to securely collaborate with partners and vendors without users having to exchange private information. Moreover, it enables users to move seamlessly between applications across the enterprise and other organizations through consistent, persistent identity and credentials. This capability allows organizations to more securely establish and extend trust with partners and other external groups while reducing the complexity of managing multiple identities. Part of an enterprise administrator’s job is to make the user experience seamless. In this lesson, you will learn how you can use Windows Server 2008 R2 to enable disparate technologies to interoperate.

After this lesson, you will be able to:

- Determine the types of scenarios in which it is necessary to deploy AD FS 2.0.
- Determine which interoperability technology to deploy for UNIX-based computers, based on organizational needs.

Estimated lesson time: 40 minutes

Planning Active Directory Federation Services

AD FS allows organizations to more securely establish and extend trust with partners and other external groups while reducing the complexity of managing multiple identities. AD FS accomplishes this by securely sharing digital identity and entitlement rights across a set of preconfigured security boundaries. For example, AD FS enables you to configure a web application on your network to use a directory service on a trusted partner organization’s network for authentication. AD FS enables user accounts from one organization to access the applications of another organization while still enabling full administrative control to each organization’s IT departments. Rather than having to create a new account for a person when you need to grant access to a web application that you manage, you trust the partner organization’s directory service. Users from the partner organization can then authenticate to your organization’s web application using their own organization’s credentials.

Windows Server 2008 and Windows Server 2008 R2 include AD FS 1.1, which can be installed through Server Manager. Microsoft released AD FS 2.0 after Windows Server 2008 R2 was released. AD FS 2.0 is not integrated into the Windows Server 2008 R2 operating system or Service Pack 1 for Windows Server 2008 R2. AD FS 2.0 must be downloaded and installed separately. For information on downloading and installing the software, visit the following link: http://technet.microsoft.com/en-us/library/dd807096(WS.10).aspx.
AD FS 2.0 has the following features:

- An enterprise claims provider for claims-based applications
- A Federation Service for identity federation across domains
- Improved support for federation trusts
- An enhanced snap-in management console

An AD FS deployment can include the following components:

- **Federation Server** A computer running Windows Server 2008 or Windows Server 2008 R2 that has been configured using the AD FS 2.0 Federation Server Configuration Wizard to act in the federation server role. A federation server issues tokens and serves as part of a Federation Service.

- **Federation Server Proxy** A computer running Windows Server 2008 or Windows Server 2008 R2 that has been configured using the AD FS 2.0 Proxy Configuration Wizard to act in the federation server proxy role. A federation server proxy provides an additional layer of security to the Federation Service.

- **Claim** A statement that one subject makes about itself or another subject. For example, the statement can be about a name, identity, key, group, privilege, or capability. Claims have a provider that issues them, and they are given one or more values. They are also defined by a claim value type and, possibly, associated metadata.

- **Claim Rule** A rule that is created with a claim rule template or that is written using the claim rule language in AD FS 2.0 that defines how to generate, transform, pass through, or filter claims.

- **Attribute Store** A database or directory service that contains attributes about clients. These attributes can be used to issue claims about the clients. For example, AD FS 2.0 supports the use of either AD DS or Microsoft SQL Server as the attribute store for a claims provider.

- **Claims Provider** A Federation Service that issues claims for a particular transaction.

- **Relying Party** A Federation Service or application that consumes claims a particular transaction.

- **Certificate** The Federation Service in AD FS 2.0 uses certificates for issuing and receiving tokens, publishing federation metadata, or communicating through Secure Sockets Layer (SSL).

- **Endpoints** Endpoints provide access to the federation server functionality of AD FS 2.0, such as token issuance, and the publishing of federation metadata.

- **Information Card** Information cards, which a claims provider can issue, that represent a user's digital identity.
One of the most important aspects of designing AD FS 2.0 is selecting the appropriate AD FS 2.0 design. To do so, you must first identify your deployment goals. Typically, AD FS 2.0 deployment goals fall into one of the following three categories:

- Provide your Active Directory users access to your claims-aware applications and services
- Provide your Active Directory users access to the applications and services of other organizations
- Provide users in another organization access to your claims-aware applications and services

After you have identified your deployment goals, you can go ahead and map your deployment goals to an AD FS 2.0 design. AD FS 2.0 includes the following designs:

- Web Single Sign-On (SSO) design
- Federated Web SSO design

In the Web SSO design, users must authenticate only once to access multiple AD FS–secured applications or services. In this design, all users are external and no federation trust exists because there are no partner organizations. Typically, you deploy this design when you want to provide individual consumer or customer access to one or more AD FS 2.0–secured services or applications over the Internet. With the Web SSO design, an organization that typically hosts an AD FS–secured application or service in a perimeter network can maintain a separate store of customer accounts in the perimeter network, which makes it easier to isolate customer accounts from employee accounts.

The Federated Web SSO design involves secure communication that spans multiple firewalls, perimeter networks, and name-resolution servers, in addition to the entire Internet routing infrastructure. Typically, this design is used when two organizations agree to create a federation trust relationship to allow users in one organization (the account partner organization) to access web-based applications or services, which are secured by AD FS 2.0, in the other organization (the resource partner organization).

MORE INFO  MORE ON AD FS 2.0 DESIGN
To learn more about designing AD FS 2.0, consult the following link: http://technet.microsoft.com/en-us/library/adfs2-design-guide(WS.10).aspx.

✔️ Quick Check
1. What does the deployment of AD FS 2.0 enable you to accomplish?
2. Which role services are included with AD FS 2.0?
Planning for UNIX Interoperability

As an enterprise administrator, you are aware that many companies do not settle on a single company’s operating system solutions for the clients and servers. In some cases, your organization might choose an alternative solution because it meets a particular set of needs at a particular point in time; in other cases, you might inherit a diverse operating system environment when your company acquires a subsidiary. In either situation, it is your job as enterprise administrator to ensure that these diverse systems interoperate in a seamless manner. Windows Server 2008 R2 includes several features and role services that can assist in integrating UNIX-based operating systems in a Windows Server 2008 R2 infrastructure.

Identity Management

Identity Management for UNIX is a role service, available under the Active Directory Domain Services role, that enables you to integrate your Windows users in existing environments that host UNIX-based computers. You are most likely to deploy this feature in predominantly UNIX-based environments and where Windows users and computers running Windows must integrate in an existing UNIX-based infrastructure. Identity Management for UNIX is compatible with Internet Engineering Task Force (IETF) Request for Comments (RFC) 2307, “An Approach for Using LDAP as a Network Information Service.” A Lightweight Directory Access Protocol (LDAP) server resolves network password and Network Information Service (NIS) attribute requests. LDAP is a directory services protocol commonly used in UNIX environments in a way very similar to how AD DS is used on Windows networks.

Password Synchronization

The Password Synchronization component of Identity Management for UNIX simplifies the process of maintaining secure passwords in environments in which computers running UNIX and Windows are present and used by staff. When Password Synchronization is deployed, the user’s password on all UNIX computers in the environment will also be changed when a user changes his or her password in AD DS. Similarly, you can configure the Password
Synchronization component to change a password automatically in AD DS when a user’s UNIX password is changed. You configure the direction of password synchronization by setting the password synchronization properties as shown in Figure 3-2. Access the Password Synchronization Properties dialog box using the Microsoft Identity Management for UNIX console.

![Password Synchronization Properties](image)

**FIGURE 3-2** Configuring Password Synchronization Properties

Password Synchronization is supported between Windows Server 2008 R2 and the following UNIX-based operating systems:

- Hewlett Packard HP UX 11i v1
- IBM AIX version 5L 5.2 and 5L 5.3
- Novell SUSE Linux Enterprise Server 10
- Red Hat Enterprise Linux 4 Server
- Sun Microsystems Solaris 10 (SPARC architecture only)

You should deploy Password Synchronization on all domain controllers in a domain in which it is needed. Any newly deployed domain controllers in the domain should also have this feature installed. Microsoft also recommends that you demote a domain controller before removing Password Synchronization. Ensure that the password policies on the UNIX computers and within the Windows domain are similarly restrictive. Inconsistent password policies will result in a synchronization failure if a user is able to change a password on a less-restrictive system because the password will not be changed on the more-restrictive system due to the password policy. When configuring Password Synchronization, best practice is
to ensure that the passwords of sensitive accounts, such as those of administrators from both UNIX and Windows environments, are not replicated. By default, members of the local Windows Administrators and Domain Administrators groups are not replicated.

MORE INFO  MORE ON PASSWORD SYNCHRONIZATION

To learn more about Password Synchronization, consult the following TechNet document:

Subsystem for UNIX-Based Applications

Subsystem for UNIX-Based Applications (SUA) is a Windows Server 2008 R2 feature that enables enterprises to run UNIX-based applications on computers running Windows Server 2008 R2. SUA provides a UNIX-like environment, including shells, a set of scripting utilities, and a software development kit (SDK). SUA also provides support for case-sensitive file names, compilation tools, job control, and more than 300 popular UNIX utilities, commands, and shell scripts. You can install SUA as a Windows feature by using the Add Features Wizard.

A computer running Windows Server 2008 R2 that has the SUA feature installed enables two separate command-line environments: a UNIX environment and a Windows environment. Applications execute within a specific environment. A UNIX command executes within the UNIX environment, and a Windows command executes within the Windows environment. Although the environments are different, commands executing in these environments can manipulate files stored on Windows volumes normally. For example, you can use the UNIX-based grep command under SUA to search a text file stored on an NTFS volume.

UNIX applications that run on existing computers can be ported to run on Windows Server 2008 R2 under the SUA subsystem. This enables organizations to migrate existing applications that run on UNIX computers to Windows Server 2008 R2. SUA supports connectivity to Oracle and SQL Server databases by using the Oracle Call Interface (OCI) and Open Database Connectivity (ODBC) standards. SUA also includes support that enables developers to debug Portable Operating System Interface (POSIX) processes by using Microsoft Visual Studio. POSIX is a collection of standards that define the application programming interface (API) for software that is compatible with UNIX-based operating systems.

MORE INFO  MORE ON SUBSYSTEM FOR UNIX-BASED APPLICATIONS

Server for NIS

Server for NIS enables a Windows Server 2008 R2 domain controller to act as a master NIS server for one or more NIS domains. Server for NIS provides a single namespace for NIS and Windows domains that an enterprise administrator can manage by using a single set of tools. Server for NIS stores the following NIS map data in AD DS:

- Aliases
- Bootparams
- Ethers
- Hosts
- Group
- Netgroup
- Netid
- Netmasks
- Networks
- Passwd
- Protocols
- Rpc
- Services
- Pservers
- Shadow

It is possible to deploy Server for NIS on other domain controllers located in the same domain as the master NIS server. This enables these domain controllers to function as NIS subordinate servers, and NIS data is replicated through AD DS to the servers hosting the Server for NIS role. UNIX-based computers can also function as NIS subordinate servers because Server for NIS uses the same replication protocol to propagate NIS data to UNIX-based subordinates as a UNIX-based NIS master server does. When considering the deployment of Server for NIS in an integrated environment, remember that a computer running Windows Server 2008 R2 must hold the master NIS server role. A computer running Windows Server 2008 R2 cannot function as an NIS subordinate server to a UNIX-based NIS master.

When planning the migration from UNIX-based NIS servers to Windows-based NIS servers, your first task is to move the NIS maps to the new Windows Server 2008 R2 NIS server. After you do this, the computer running Windows Server 2008 R2 can function as an NIS master. It is possible to move multiple NIS domains to a single Windows Server 2008 R2 domain controller. Although you can configure Server for NIS to support multiple NIS domains concurrently, you can also merge the domains after they have been migrated to the Windows Server 2008 R2 domain controller running Server for NIS.
You are likely to plan the deployment of Server for NIS when you want to retire an existing NIS server infrastructure even though NIS clients are still present on your organizational network. Server for NIS enables you to consolidate your server infrastructure around the Windows Server 2008 R2 operating system while enabling UNIX-based NIS client computers to continue functioning normally on your organizational network.

When planning the deployment of Server for NIS, remember that this component is installed as a role service under the AD DS server role. Server for NIS can be installed only on a Windows Server 2008 R2 domain controller. You cannot deploy Server for NIS on a stand-alone computer running Windows Server 2008 R2 or on a member server running Windows Server 2008.

MORE INFO
MORE ON SERVER FOR NIS
To learn more about Server for NIS, consult the following TechNet link:

Services for Network File System

*Services for Network File System* (NFS) enables file sharing between Windows-based and UNIX-based computers. Plan to deploy Services for NFS if your environment contains a large number of UNIX-based client computers that need to access the same shared files as the Windows-based client computers on your organization's network. Figure 3-3 shows the NFS Advanced Sharing dialog box on a computer running Windows Server 2008 R2 configured with Services for NFS.

During the deployment of Services for NFS, you must configure AD DS lookup resolution for UNIX group ID and UNIX user ID (GID and UID). You do this by installing the Identity Management for UNIX Active Directory schema extension that is included in Windows Server 2008 R2. Lesson 1 of this chapter covered extending the schema in preparation for the deployment of the first Windows Server 2008 R2 domain controller in a domain. You can then configure identity mapping by configuring the properties of Services for NFS and specifying the domain in the forest in which Identity Management for UNIX has been installed. Figure 3-4 shows identity mapping configuration for Services for NFS.
Planning Migrations, Trusts, and Interoperability

Figure 3-3 Configuring an NFS share

Figure 3-4 Configuring NFS identity mapping

More Info  More on Services for NFS

To learn more about Services for NFS, consult the following TechNet document:

Practice  Planning for Interoperability

Wingtip Toys is a moderate-sized enterprise that has 15 branch offices located across the southeastern states of Australia. Wingtip Toys wants to move away from its existing network infrastructure that includes both Windows-based and UNIX-based computers to a more
homogeneous operating system environment. The company has a mixture of UNIX-based client and server computers at each branch office. UNIX-based client computers authenticate against the NIS service running on a UNIX server at each branch location. All existing UNIX-based client computers currently access shared files from UNIX servers. These shared files should be moved to a Windows-based platform. Previous attempts to achieve this have failed due to problems synchronizing user accounts and passwords between the disparate platforms. Because of budgetary constraints, management has asked that the UNIX servers at Wingtip Toys be decommissioned first, with a gradual transition from UNIX-based client computers to computers running Windows Vista over the next 24 months.

**EXERCISE**

**Plan the Interoperability Strategy for Phasing Out UNIX-Based Computers at Wingtip Toys**

In this exercise, you review the preceding business and technical requirements as part of a planned a migration from UNIX-based computers at Wingtip Toys.

1. What steps must you perform to ensure that the NIS master server is a computer running Windows Server 2008 R2 rather than a UNIX-based computer?
   - Install Server for NIS on a Windows Server 2008 R2 domain controller at each site.
   - Configure one Windows Server 2008 R2 domain controller as the master NIS server.
   - Migrate NIS maps to the new master NIS server.
   - Decommission existing NIS servers.

2. What steps must you perform to ensure that users who switch between Windows-based and UNIX-based client computers use the same passwords for their user accounts?
   - Install Password Synchronization.
   - Ensure that password policies are compatible.

3. What steps must you perform prior to decommissioning the UNIX-based file servers that UNIX-based client computers use?
   - Install Services for NFS on the file servers running Windows Server 2008 R2 that will replace the UNIX file servers.
   - Migrate files and permissions from the NFS shares on the UNIX-based computers to the NFS shares on the computers running Windows Server 2008 R2.
   - Decommission the UNIX file servers.

**Lesson Summary**

- Active Directory Federation Services (AD FS) 2.0 provides consistent, persistent identity and credentials that can flow between organizations, which helps reduce the need to manage multiple user accounts or group memberships.

- Services for Network File System (NFS) enables UNIX-based computers to access shared files hosted on a computer running Windows Server 2008 R2.
Subsystem for UNIX-Based Applications (SUA) enables POSIX-compliant applications to execute on a computer running Windows Server 2008 R2.


Password Synchronization enables user account passwords on UNIX-based computers and Windows-based computers to be synchronized. Password policies on both UNIX-based and Windows-based computers must be similar; otherwise, synchronization errors can occur.

Lesson Review
You can use the following questions to test your knowledge of the information in Lesson 2, “Planning for Interoperability.” The questions are also available on the companion CD if you prefer to review them in electronic form.

1. In which of the following situations would you plan to deploy Active Directory Federation Services 2.0?
   A. You need to share files on a computer running Windows Server 2008 R2 to clients running UNIX-based operating systems.
   B. You need to synchronize user account passwords between computers running AD DS and UNIX-based computers.
   C. You need to run POSIX-compliant applications on a computer running Windows Server 2008 R2.
   D. You need to provide single sign on for a group of related web applications to users in a partner organization.

2. The organization that you work for wants your assistance in planning the deployment of a solution that will ensure that new employee data entered in the human resource Oracle 9i database is synchronized with your organization’s Windows Server 2008 AD DS and Exchange Server 2007 deployments. Which of the following solutions would you consider deploying to meet this need?
3. Your predominantly Windows-based organization has recently acquired a company that uses UNIX-based computers for all client and server computers. The recently acquired company has a significant amount of spare office space. A nearby branch office has older facilities, so there is a plan to redeploy staff from this older facility to the recently acquired company’s site. As part of this redeployment, it will be necessary to introduce computers running Windows Server 2008 R2 functioning as file servers. Which of the following Windows Server 2008 R2 role services or functions should you plan to deploy so that UNIX-based client computers will be able to access files hosted on a Windows Server 2008 R2 file server?

A. Subsystem for UNIX-Based Applications
B. Server for NIS
C. Services for NFS
D. Network Policy Server

4. You are putting the finishing touches on a plan to migrate several branch offices to Windows Server 2008 R2. Each branch office currently has an old UNIX-based computer that hosts several POSIX-compliant applications. You want to minimize the amount of hardware present at each branch office. Which of the following items should you include in your Windows Server 2008 R2 branch office migration plan? (Choose two. Each answer forms part of the solution.)

A. Deploy the Remote Desktop Services role.
B. Deploy the Hyper-V role.
C. Deploy the Subsystem for UNIX-Based Applications feature.
D. Deploy the Active Directory Federation Services role.
E. Migrate the applications from the UNIX-based computer to Windows Server 2008 R2.
Chapter Review

To further practice and reinforce the skills you learned in this chapter, you can perform the following tasks:

- Review the chapter summary.
- Review the list of key terms introduced in this chapter.
- Complete the case scenario. This scenario sets up a real-world situation involving the topics of this chapter and asks you to create a solution.
- Complete the suggested practices.
- Take a practice test.

Chapter Summary

- Run `adprep /forestprep` on the schema master and `adprep /domainprep /gpprep` on each domain’s infrastructure master.
- Limit the scope of trusts so that they meet the necessary requirements only. Do not create a two-way trust when a one-way trust is all that is required.
- Selective authentication enables administrators in a trusting forest or domain to allow limited access to specific users from a trusted forest or domain.
- AD FS 2.0 enables partner organizations to have single sign on for local web applications without configuring forest-based or domain-based trusts.
- Server for NIS enables a computer running Windows Server 2008 R2 to function as an NIS server for UNIX-based computers.
- Services for NFS enables a computer running Windows Server 2008 R2 to function as a file server for a UNIX-based computer.
- The Password Synchronization component enables account passwords for AD DS–based and UNIX-based computers to be the same.
- SUA enables POSIX-compliant applications to run on computers running Windows Server 2008 R2.

Key Terms

Do you know what these key terms mean? You can check your answers by looking up the terms in the glossary at the end of the book.

- Active Directory Federation Services (AD FS)
- Active Directory Migration Tool
- Attribute store
- Certificate
- Claim rule
Case Scenario

In the following case scenario, you apply what you have learned about restructuring and interoperability. You can find answers to these questions in the “Answers” section at the end of this book.

Case Scenario: Phasing Out a UNIX-Based Computer at Tailspin Toys

You are assisting Tailspin Toys to integrate the recently purchased Wingtip Toys company in its network infrastructure. The integration will proceed over time, with some tasks of higher priority to the management of Tailspin Toys than others. One high-priority task involves an aging UNIX-based computer at Wingtip Toys that hosts a POSIX-compliant payroll application. This is the only UNIX-based computer in either organization, and management would prefer not to replace the computer with another UNIX-based computer unless absolutely necessary. Wingtip Toys is using Lotus Notes 7.0, and Tailspin Toys uses Exchange Server 2007. The HR department at Tailspin Toys uses an SQL Server 2008–based database to manage employee data. The HR department at Tailspin Toys will now be responsible for managing all new and existing employee data for both organizations. Although the HR database will be managed centrally, each organization’s accounting teams will be kept separate, although they will use the existing Tailspin Toys financial web applications. One problem with this is that the Wingtip Toys accountants find the authentication process quite complicated, and
management hopes that you might offer some recommendations to make it simpler. With this information in mind, answer the following questions.

1. What plans could you make to simplify authentication to the Tailspin Toys accounting applications for Wingtip Toys staff?
2. What plans could you make to migrate the Wingtip Toys payroll application to Tailspin Toys?

Suggested Practices

To help you successfully master the exam objectives presented in this chapter, complete the following tasks.

Plan for Domain or Forest Migration, Upgrade, and Restructuring

Complete the following practice exercise.

- **Practice** Upgrade a Windows Server 2008 single-domain forest to Windows Server 2008 R2.
  - Using evaluation software, create a Windows Server 2008 single-domain forest.
  - Join a Windows Server 2008 R2 member server to this single-domain forest.
  - Use the `adprep` command to prepare the Windows Server 2008 single-domain forest.
  - Promote the Windows Server 2008 R2 member server to domain controller.
  - Transfer FSMO roles from the Windows Server 2008 domain controller to the Windows Server 2008 R2 domain controller.
  - Demote the Windows Server 2008 domain controller to member server.

Plan for Interoperability

Complete the following practice exercise.

- **Practice** Work with Services for NFS.
  - Install the Services for Network File System (NFS) role service on a computer running Windows Server 2008 R2.
  - Configure an NFS share that will be accessible to UNIX-based operating systems.
Take a Practice Test

The practice tests on this book’s companion CD offer many options. For example, you can test yourself on just one exam objective, or you can test yourself on all the 70-647 certification exam content. You can set up the test so that it closely simulates the experience of taking a certification exam, or you can set it up in study mode so that you can look at the correct answers and explanations after you answer each question.

MORE INFO PRACTICE TESTS

For details about all the practice test options available, see the “How to Use the Practice Tests” section in this book’s introduction.
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