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The Terrifying Cost of Insecure, Badly Written Software...
and How to Finally Fix the Problem, Once and for All!

David Rice

Software has become crucial to the very survival of civilization. But badly written, insecure software is hurting people—and costing businesses and individuals billions of dollars every year. This must change. In *Geekonomics*, David Rice shows how we can change it.

Rice reveals why the software industry is rewarded for carelessness, and how we can revamp the industry’s incentives to get the reliability and security we desperately need and deserve. You’ll discover why the software industry still has shockingly little accountability—and what we must do to fix that.

Brilliantly written, utterly compelling, and backed by real-world data, *Geekonomics* is a long-overdue call to arms. Whether you’re a software user, decision maker, developer, or manager, this book will change your life...or even the entire industry.

David Rice is an internationally recognized information security professional and an accomplished educator and visionary. For a decade he has advised, counseled, and defended global IT networks for government and private industry. David has been awarded by the U.S. Department of Defense for “significant contributions” advancing security of critical national infrastructure and global networks. Additionally, David has authored numerous IT security courses and publications, teaches for the prestigious SANS Institute, and has served as adjunct faculty at James Madison University. He is a frequent speaker at information security conferences and currently Director of The Monterey Group.