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Numerics

 

0xFEFE protocol, 33

 

A

 

access layer, 158
devices, 164

addressing, 61
duplicate system IDs, 133
node-based

Area ID, 40
NET, 41
N-selector, 40
SysID, 40

structure, 165–167
adjacencies

DIS election process, 58–59
error logging, 340
ES-IS, forming, 48
establishing fast convergence, 190–192
formation, troubleshooting, 322
IS-IS

forming, 49–50
over multiaccess media, forming, 54–56

Level 1, forming, 57
Level 2, forming, 57
logging changes in, 295
maintenance, IS-IS versus OSPF, 205
point-to-point, forming, 51– 54
problems, debugging, 315
reachability information, displaying, 333–334
statistics, displaying, 305, 306
subnetwork-dependent functions (routing 

layer), 48
two-way communication, 57
virtual adjacencies, 100

Adjacency database, 23
administrative distances, 61, 305

default, 234

advertising
external routes, 335–337
interarea routes, 286
subnets, 333–334

AFI (Authority and Format Identifier), 70
aggregation, CIDR, 12
ANSI (American National Standards Institute), 

NSAP address registration, 75
arc, 140
Area Addresses TLV (LAN hellos), 45, 52, 56, 104
Area ID field 

NSAP addresses, 69, 72
simplified NSAP addresses, 73

Area ID, 40
area-level authentication, 285
area-password command, 285
areas, 40, 162–164

addressing scheme, 41
adjacencies, two-way communication, 57
duplicate system IDs, troubleshooting, 326
IS-IS as an IGP, 168

IP prefix advertisement restrictions, 170
metric limitations, 169

IS-IS versus OSPF, 215
L1 to L2 route leaking, 286–288
Level 1 adjacencies

forming, 57
routers, 41
routing table, displaying, 311

Level 1-2 routers, 41
Level 2 

adjacencies, 53, 57
routers, 41

merging, 80
multi-area configuration, 289
nonhierarchical design, 174–175
splitting, 80

AS (autonomous system), 39, 73. 

 

See also

 

 areas
AS Path attribute (BGP), 16
ASICs (application-specific integrated circuits), 22
assigning

metrics, 172
passwords to interfaces, 284

ATM, point-to-point configuration, 268
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ATT bit, verifying configuration, 310
Attached field (LSP), 101
authentication, 53, 62

comparing IS-IS and OSPF, 215
configuring, 284–285
troubleshooting, 340

Authentication Information TLV, 45– 46
Authentication Information TLV (Level 1 LSP), 105
Authentication TLV (LAN hellos), 53, 56
Authority and Format Identifier. 

 

See

 

 AFI
autonomous system. 

 

See

 

 AS
availability, downtime, 236

 

B

 

backbone, 161
Level 2, 41
routers, 41
selection criteria, 247 

background method, migrating from EIGRP to 
IS-IS, 233

background timers, 181
BCD (binary coded decimal) format, NSAP address 

fields, 75
Bellman-Ford algorithm, 140
best effort, 124
best path determination, longest match routing, 21
BGP (Border Gateway Protocol)

AS Path attribute, 16
coexistence with IS-IS, 176–178
synchronization, 177–178

black-holing, 176
overload bit, configuring, 178–179

broadcast interfaces, show clns interface command 
output, 308–309

broadcast links, flooding LSPs, 124–126
broadcast multicast link configuration, 266
broadcast subnetworks, 47
BSI (British Standards Institute), IOTA-based NSAP 

addresses, 74–75
building shortest path tree, 147–148

 

C

 

calculating
best path determination, example, 144–146
IS-IS routes, 147–148
SPF algorithm

computational complexity, 143
memory requirements, 144

CEF (Cisco Express Forwarding), 23–24
centralized router architecture, 8
checksum, 132
Checksum field (LSP), 99–100, 132
CIDR (Classless Inter-Domain Routing), 12
Circuit Type field (LAN hello), 55
Cisco 7500 routers, SPF process, 148–150
Cisco IOS Software

command options. enabling, 291
exponential backoff, 188

example, 190
parameters, 189

classful addressing, 9–10
classful IGPs. migrating to IS-IS, 246–247
classful routing protocols, 14
classification of routing protocols, 14

classful versus classless, 14
distance-vector versus link-state, 16
interdomain versus intradomain, 15–16

classless IGPs, EIGRP migration , 232
classless IP addressing, 10
classless routing protocols, 14
clear command, 314
clear-text authentication, configuring, 284–285
clear-text password authentication, 62

troubleshooting, 340
CLNP (Connectionless Network Protocol), 33, 299

OSI network addresses, 69
CLNS (Connectionless Network Service), 31–33

CLNP, 33
ES-IS, 33, 34
Integrated IS-IS, design goals, 35
IS-IS, design goals, 34–35

clns host command, 84
clns router command, 260
clns routing command, 260

ATT bit, verifying configuration
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combining
areas, 80
old and new-style TLVs, 172

commands
area-password, 285
clear, 314
clns host, 84
clns router, 260
clns routing, 260
debug isis adj-packets, 285, 315, 330
debug isis spf-events, 316–317
debug isis update-packets, 317–318
debugging, 300
default-information originate, 272
display-route-detail, 335, 338
distance, 244
domain-password, 285
ignore-lsp-errors, 295–296, 339
ip router isis, 260, 333
isis circuit-type, 323
isis hello-interval, 292
isis hello-mulitplier, 292
isis lsp-interval, 181–182
isis metric, 292
isis retransmit-interval, 130, 232
isis retransmit-throttle-interval, 232
isis-type, 293
knobs, 299
log-adjacency-changes, 295–296
lsp-max-lifetime, 96
lsp-refresh-interval, 96, 181
metric-style, 293
metric-style narrow, 115
metric-style transition, 115
metric-style wide, 115
no hello padding, 295–296
options, enabling, 291
passive-interface, 295, 334
ping clns, 318–321
prc-interval, 190
redistribute, 273
router isis, 179, 260
set-overload-bit, 102
sh clns neighbor, 227
show as isis database, 95
show clns, 240, 303–304

output, interpreting, 303–304

show clns interface, 300, 306,–309, 325
output, interpreting, 306–309

show clns neighbor, 285, 300
show clns neighbors, 283, 305, 324

output, interpreting, 305–306
show clns neighbors detail, output, 263–264
show clns protocol, 262, 304–305

output, 263, 304–305
show ip interface brief, 334
show isis database, 262, 266, 300, 309–310, 338

output, 265
output, interpreting, 309–310

show isis database output, 338
show isis database private, 122
show isis spf-log, 294, 300

output, interpreting, 312
show isis topology, 311

output, 265
output, interpreting, 311

show isis-spf-log, 148–149, 312
spf-interval, 188–189, 293–294
transition, 174

comparing
distance-vector and link-state routing protocols, 

16–18
IP routing and IP forwarding, 7
IS-IS and OSPF, 192

adjacency establishment, 205
area size, 215
commonalities, 197
convergence, 213
differences, 197–199
encapsulation, 200
flooding, 206–207
hierarchy, 210–212
LSA aging, 207
metrics, 208–209
neighbor discovery, 203–205
packet types, 200–203
reliability, 209
route calculation, 213
security, 215
terminology, 194–196
topology, 209

unicast and multicast routing, 18–19

unicast and multicast routing
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configuring
authentication, 284–285
broadcast multiaccess links, 266
exponential backoff, 188

example, 190
parameters, 189

IS-IS over IP tunnels, 283
multihomed routers, 78, 80

merging areas, 80
splitting areas, 80

multiple areas, 289
NBMA media, 267–268
optimized performance, 290–292
point-to-point links, 261–266
redistribution, 274–278
retransmission interval, 130
summarization, 278–280
unnumbered interfaces, 282–283

conjectured addresses, 73
connection models

multipoint, 225–227
point-to-point, 225

NBMA networks, 228
connectionless networks, 6
connectionless protocols, packets, 42
control plane, 6
convergence

at adjacency setup, 190–192
improving, 183
IS-IS versus OSPF, 213
link failure detection, improving, 184–185
LSP generation, improving, 185–186
PRCs (partial route computations), 190
SPF computation, effect on, 187

core layer, 158
corruption storms, troubleshooting, 339
cost, 111, 143
CPU process, improving convergence, 183

link failure detection, 184–185
LSP generation, 185–186
SPF computation delay, 187

CSNPs (complete sequence number packets), 
115–118, 130. 

 

See also

 

 PSNPs
fields, 116
flooding over point-to-point links, 122–123

 

D

 

data communications services
CLNS, 31–32

CLNP, 33
ES-IS, 33–34
Integrated IS-IS, 35
IS-IS, 35
IS-IS routing protocol, 34

data plane, 6
databases

LDB, 119–121
link-state, update process, 60
LSB, stability, 131
purging, 132
synchronization, 206

effect on convergence, 187
datagrams, 6
Datalink addresses, 68
debug isis adj-packets command, 285, 315, 330
debug isis spf-events command, 316–317
debug isis update-packets command, 317–318
debugging commands, 300
decision process

Cisco router operation, 148–150
RIBs, 60

default administrative distances, 234
default gateways, 14
default metric, 110
default mode of IIHs, 52
default-information originate command, 272
defining unique system IDs, 76–78
delay metric, 110
depletion of IP addresses, IPv6, 24–26
design goals of IS-IS routing protocol, 34–35
design principles

access layer, 158
core layer, 158
distribution layer, 158
IP addressing layout, 165–167
scalability, 181
stability, 182

destination-based forwarding, 6
devices

access layer, 158, 164
end systems, 47

configuring
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host names, mapping to NSAP addresses, 84–85
loopback addresses, defining as system IDs, 77
routers, 6

maintenance problems, troubleshooting, 
332–333

multihoming, 78
RSPs, 8

digraphs (directed graphs), 140
shortest path determination, 143

Dijkstra’s algorithm, 139–140
directly connected IP prefixes, advertising, 185
DIS (designated intermediate system), 266

election process, 58–59
disabling

Level 1 routing capability, 41
Level 2 routing capability, 41

displaying
enabled interfaces on router, 305
Level 1 routing table, 311
LSPs, 95
neighbor statistics, 305–306
reachability information, 333–334
SPF process triggers, 148–149

display-route-detail command, 335, 338
distance command, 244
distance-vector routing protocols, 16
distributed router architecture, 7
distribution layer, 158

summarization, 167
dividing areas, 80
DNS (Domain Name Service), 6
domain-password command, 285
domain-wide authentication, 285
dotted-decimal notation, 10, 73

subnet masks, 11–12
downtime, 236
DSP (domain specific part), 70
dual domains, 40
dual environments, 250–252
duplicate system IDs, 133
dynamic host name mapping, 85
dynamic routing protocols, 14

 

E

 

EIGRP (Enhanced Interior Gateway Routing 
Protocol), 17, 39

election, DISs, 58–59
enabling

CLNP forwarding on interfaces, 318
command options, 291

encapsulation, IS-IS versus OSPF, 200
End System Neighbors TLV (Level 1 LSP), 104
end systems, 47
Enhanced Interior Gateway Routing Protocol. 

 

See

 

 EIGRP
error metric, 110
errors, logging, 340
ESHs (end system hellos), 48
ES-IS (End-System-to-Intermediate System), 33–34
ES-IS protocol, forming adjacencies, 48
establishing adjacencies, fast convergence, 190–192
events, SPF process-related

logging, 312
triggers, 313

examples
of exponential backoff, 190
of SPF calculation, 144–146
of topologies, 301–302

expense metric, 110
exponential backoff, 188

example, 190
parameters, 189

Extended IP Reachability TLV, 113–115
Extended IS Reachability TLV, 113
external metrics, 111, 273
external routes, advertising, 335–337

 

F

 

fast switching, 22–23
FIB (forwarding information base), 23
fields, 347

LAN hellos, 55
LSP

Attached, 101
Checksum, 99, 100, 132
IS Type, 102, 103
LSP ID, 96, 98
Overload, 102
Partition, 100
Remaining Lifetime, 95

fields
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Sequence Number, 98–99, 132–133 
NSAP addresses, identifying system ID, 

76–78
point-to-point hellos, 52
TLV

RFC 10589, 45
RFC 1195, 46

values, 43
flag day, 173

migrating from old-style metrics to new-style, 
222–225

flat networks versus hierarchical, 160–161
flooding, 90, 115, 121–122

best effort, 124
comparing IS-IS and OSPF, 207
IS-IS versus OSPF, 206–207
on broadcast links, 124–126
over NBMA media, 127–128
over point-to-point links, 122–123
timers, 181–182

format
of IS-IS packets, 43
of NSAP addresses, 70–72
of point-to-point hello packets, 51

forming adjacencies
ES-IS, 48
IS-IS, 49–50
IS-IS point-to-point, 51–54
Level 1 adjacencies, 57
Level 2 adjacencies, 57
over multiaccess media, 54–56
troubleshooting, 322

forwarding
centralized router architecture, 8
CLNP forwarding, enabling on interfaces, 318
destination-based, 6
distributed router architecture, 7

Forwarding database, routing table, 61
Frame Relay

multipoint configuration, 269–270
multipoint connection model, 226

FTP (File Transport Protocol), 6
functional planes, routers, 6

 

G

 

general topology subnetworks, 47
globally unique NSAP addresses, 73
GOSIP (Government Open System Interconnection 

Profile), 71
graph theory, 140

path determination, 141–143

 

H

 

header fields (LSP)
Attached, 101
Checksum, 99–100, 132
IS Type, 102–103
LSP ID, 96–98
LSPs, 93–95
Overload, 102
Partition, 100
Remaining Lifetime, 95
Sequence Number, 98–99, 132–133

headers, 43
hello interval, 50
hello multipliers, 50
hello packets, 43, 348

end system hellos, 48
holdtime, 292
point-to-point, format, 51

hellos
ES-IS, 34
LAN hellos

comparing Level 1 and Level 2, 56
fields, 55

point-to-point, fields, 52
hierarchical topologies, 160–161

areas, 162–164
backbone, 161
IS-IS versus OSPF, 210–212

history of IS-IS, 193
HMAC-MD5 authentication algorithm, 284
hold-down mechanisms, 140
Holding Time field (LAN hello), 55
holdtime, 292
hop count, reducing, 172

fields
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host names, mapping to NSAP addresses
dynamic mapping, 85
static mapping, 84

 

I

 

ID Length field, 44
Identifiers for Organization, 74
identifying NSAP address system ID, 76–78
IDI (Initial Domain Identifier), 70
IDP (initial domain part), 70
ignore-lsp-errors command, 295–296, 339
IGPs (Interior Gateway Protocols), 16, 39

classful, migrating to IS-IS, 247–249
IS-IS, 168

area limitations, 169
IP prefix advertisement restrictions, 170
metric limitations, 169

migrating to IS-IS, 232
from EIGRP, 232, 235–245

troubleshooting, 241 
IGRP (Interior Gateway Routing Protocol), 17
IIHs, default mode, 52
implementation requirements (Integrated IS-IS), 40
Integrated IS-IS, 35
integrating ISO CLNP and IP, 252
interaction with BGP, 176

overload bit, configuring, 178–179
Interarea Route Leaking, 163
interarea routes, advertising, 286
Interdomain Routing Protocol Information TLV, 46

 Level 2, 109
interdomain routing protocols, 15–16, 39
interface argument (show clns command), 303
interfaces

CLNP forwarding, enabling, 318
mismatched routing levels, troubleshooting, 

322–323
MTU size mismatches, troubleshooting, 

327–330
passwords, assigning, 284
protocol activity, suppressing, 295
unnumbered, configuring, 282–283

Interior Gateway Protocols. 

 

See

 

 IGPs
Intermediate System Neighbors TLV, 45

intermediate systems, 39
internal metrics, 111, 273
international code designator (ICD) addresses, RA 

(Registration Authority), 74
interpreting

show clns command output, 303–304
show clns interface command output, 306–307, 

308–309
show clns neighbors command output, 305–306
show clns protocol command output, 304–305
show command output, 300–302
show isis database command output, 309–310
show isis spf-log command output, 312
show isis topology command output, 311

Intradomain Routing Protocol Discriminator 
field, 44

intradomain routing protocols, 15–16
IOTA (Identifiers for Organizations for 

Telecommunications Addressing), 74
NSAP addresses, 75

IP (Internet Protocol)
dual environment operation, 250–252
integrating with ISO CLNP, 252

IP addressing, 9
classful, 9–10
classless, 10
dotted-decimal notation, 10, 73
link-based, 67
misconfiguration, troubleshooting, 331–332
private address space, 11
structure, 165–166
subnetting, 11–12
summarization, 166–167
VLSM, 12

IP External Reachability Information TLV, 46
IP forwarding, 6
IP Interface Address TLV, 46

Level 1 LSP, 106–107
Level 2 LSP, 109

IP Internal Reachability Information TLV, 46
Level 1 LSP, 105

ip router isis command, 260, 333
IP routing, 5–7
IPv6, 9, 24–26
IS Neighbors TLV (LAN hellos), 56
IS Type field (LSP), 102–103

IS Type field (LSP)
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ISDN (Integrated Services Digital Network), 
multipoint configuration, 270

IS-IS mesh groups, 127–128
IS-IS routing engine, subnetwork-independent 

functions, 59
IS-IS Working Group, 35
isis circuit-type command, 323
isis hello-interval command, 292
isis hello-multiplier command, 292
isis lsp-interval command, 181–182
isis metric command, 292
isis retransmit-interval command, 130, 232
isis retransmit-throttle-interval command, 232
isis-type command, 293
is-neighbors argument (show clns command), 303
ISO (International Organization for 

Standardization), CLNS, 31–33
CLNP, 33, 47

integrating with IP, 252
DCC addressing, 71
dual environments, 250–252
ES-IS, 33–34
Integrated IS-IS, 35
network addresses, 67

ISO 10589, 39
ISO 8348/AD2, 68 
isolating route installation problems, 337

 

K–L

 

knobs, 299

L1 areas, route leaking to L2 areas, 286–288
LAN hellos

comparing Level 1 and Level 2, 56
fields, 55

LAN ID field (LAN hello), 56
LAN pseudonodes, 57–59
Layer 2 addresses, 68
Layer 2 rewrite string, 19
layered network design

core layer, 158
distribution layer, summarization, 167

least cost path determination, SPF algorithm, 143
Length field, 45
Length Indicator field, 44

Level 1 adjacencies, forming, 57
Level 1 LSPs

ATT bit setting, verifying, 310
TLVs, 103–104

Area Address, 104
Authentication Information, 105
End System Neighbors, 104
IP Interface Address, 106–107
IP Internal Reachability Information, 105
Protocols Supported, 105

Level 1 routers, 41
Level 1 routing table, displaying, 311
level-1 option (isis-type command), 293
level-1-2 option (isis-type command), 293
level-2-only option (isis-type command), 293
Level 1-2 routers, 41, 90
Level 2 adjacencies, forming, 57
Level 2 backbone, 41
Level 2 LSPs

TLVs
Interdomain Routing Protocol 

Information, 109
IP Interface Address, 109
Partition-Designated Level 2 Intermediate 

System, 108
Prefix Neighbors, 108

Level 2 routers, 41
limitations 

of IPv4, 24–25
of IS-IS as IGP

area limitations, 169
IP prefix advertisement restrictions, 170
metric limitations, 169

link-based IP addressing, 67
link-state database, 140

listing known LSPs, 309, 310
lookup, troubleshooting, 332–339
LSPs, 95
synchronization, 116, 119–120

SRM flag, 121
SSN flag, 121

update process, 60
link-state packets, 43, 353
link-state routing protocols, 16

migrating to IS-IS, 245
OSPF, 140

comparing to IS-IS, 192–215

ISDN (Integrated Services Digital Network), multipoint configuration
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SPF process, debugging, 316–317
troubleshooting, 299

log-adjacency-changes command, 295–296
logging

errors, 340
SPF process events, 312

longest match routing, 21
lookup mechanism

discontiguous Level 2 subdomains, 
troubleshooting, 339

LSP corruption storms, troubleshooting, 339
route advertisement, troubleshooting, 333–337
route installation, troubleshooting, 337–338
troubleshooting, 332

loop prevention, hold-down mechanisms, 140
loopback addresses, defining as system IDs, 77
LSA aging

comparing IS-IS and OSPF, 208
IS-IS versus OSPF, 207

LSB
purging, 132
stability, 131 

LSP corruption storms, 132
troubleshooting, 339

LSP Entries TLV, 45
LSP ID field (LSP), 96–98
lsp-max-lifetime command, 96
lsp-refresh-interval command, 96, 181
LSPs

Attached field, 101
checksum, 132
checksum errors, 241
Checksum field, 99–100, 132
Extended IP Reachability TLV, 113–115
Extended IS Reachability TLV, 113
flooding, 115, 121–122

over NBMA media, 127–128
on broadcast links, 124–126
over point-to-point links, 122–123
pseudonodes, 57–59

generation interval, 130
header fields, 93–95
holdtime, maxage timer, 129
IS Type field, 102–103

Level 1
Area Address TLV, 104
Authentication Information TLV, 105
End System Neighbors TLV, 104
IP Interface Address TLV, 106–107
Protocols Supported TLV, 105
TLVs, 103, 104

Level 2
Interdomain Routing Protocol Information 

TLV, 109
IP Interface Address TLV, 109
IP Internal Reachability Information 

TLV, 105
Partition-Designated Level 2 Intermediate 

System TLV, 108
Prefix Neighbors TLV, 108

LSP ID field, 96–98
Overload field, 102
packet corruption storms, 295 
Partition field, 100
purging, 295
Remaining Lifetime field, 95
Sequence Number field, 98–99, 132–133
timers

modifying, 231
refresh interval timer, 181

TLVs, 95
verifying in Link-State database, 309–310
viewing, 95

LSPs (link-state packets), 140

 

M

 

MAC addresses, identifying as NSAP address 
System ID, 76–78

mapping NSAP addresses to host names, 84
dynamic mapping, 85
static mapping, 84

matching routes, longest match routing, 21
maxage timer, 129
Maximum Area Addresses field, 44
memory requirements, SPF algorithm, 144
merging areas, 80
mesh groups, 127–128, 228–229, 267

mesh groups
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metrics, 111–112, 143
assigning, 172
cost, 111
Extended IP Reachability TLV, 113–115
Extended IS Reachability TLV, 113
external, 273
internal, 273
IS-IS versus OSPF, 208–209
narrow, 171

migrating to wide, 173–174, 222–225
scalar link costs, 143
wide, 171

metric-style command, 293
metric-style narrow command, 115
metric-style transition command, 115
metric-style wide command, 115
migration strategies, 232

classful IGPs to IS-IS, 246–247
from classful IGPs, 247

RIP, 247–249
from EIGRP, 232

phases of migration, 237–245
timer configuration, 235
verifying operation, 236

narrow metrics to wide, 173–174, 222–225
OSPF to IS-IS, 245–246

minimum LSP transmission interval, 130
misconfiguration

of IP addresses, troubleshooting, 331–332
of NSAPs, troubleshooting, 324–325

mismatched interface MTUs, troubleshooting, 
327–330

mismatched routing levels, troubleshooting, 
322–323

modifying LSP timers, 231
MPLS (Multiprotocol Label Switching), 170
MTU size. troubleshooting mismatches across 

interfaces, 327–330
multiaccess media, forming adjacencies, 54–56
multi-area configuration, 289
multicast routing, 18

OIF, 19
RPF, 19

multihoming, router configuration, 78–80
merging areas, 80
splitting areas, 80

multipoint configuration
Frame Relay, 269
ISDN, 270

multipoint connection model, 225–227
multipoint mode over NBMA networks, 47

 

N

 

narrow metrics, 171
migrating to wide, 173–174, 222–225

narrow option (metric-style command), 293
NAT (Network Address Translation), 9
NBMA (nonbroadcast multiaccess)

ATM configuration, 267–268
IS-IS implementation, multipoint mode, 47
LSPs

flooding, 127–128
timers, 231

mesh groups, 228–229
multipoint connection model, 225–228
point-to-point connection model, 228
point-to-point links, 267 

neighbors
discovery, IS-IS versus OSPF, 203–205
statistics, displaying, 305–306

neighbors argument (show clns command), 303
NETs (network entity titles), 41, 62, 69, 82

multihomed router configuration, 78–80
merging areas, 80
splitting areas, 80

NetWare Link Services Protocol (NLSP), 39
network addresses, ISO, 67

IP addressing structure, 165–166
summarization, 166–167

network models
multipoint, 225–227
point-to-point, 225–228

new-style TLVs, 171
NIST (United States National Institute of 

Standards), 74
NLSP (NetWare Link Services Protocol), 39
no hello padding command, 295
node-based addressing, 61, 67

Area ID, 40
NET (network entity title), 41
NSAPs, 67

metrics
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n-selector, 40
SysID, 40

nodes
adjacencies

forming, 49, 50
over multiaccess media, forming, 54–56

point-to-point adjencencies, forming, 51–54
subnetwork dependent functions, 47

no-hello padding command, 295–296
nonhierarchical network design, 174–175
Not Specified TLV, 45
NSAP addresses, 67

Area ID, 69
Area ID field, 72
fields, 72
format, 70
globally unique, 73
IOTA-based, 75
mapping to host names

dynamic mapping, 85
static mapping, 84

misconfiguration, troubleshooting, 324–325
NET (Network Entity Title), 69
NSEL values, 82
OSI network addresses, 69
OSI NSAP addressing, 68
registration authorities, 74, 75
renumbering, 80
simplified format, 72

Area ID field, 73
statistics, displaying, 303
system ID, identifying, 69, 76, 78
System ID field, 72
top-level domains, 71

NSEL (NSAP selector), 69, 82
N-selector, 40
NSFNet, history of IS-IS, 193

 

O

 

OIF (outgoing interface list), 19
old-style TLVs, 171

combining with new-style TLVs, 172
migrating to, 173–174
migrating to new-style, 222–225

one-way communication between adjacencies, 57

Open Shortest Path First. 

 

See

 

 OSPF
optimizing performance, 290–292
options

enabling for Cisco IOS commands, 291
metric-style command, 293

OSI network addresses, 69
OSI NSAP addressing scheme, 68
OSPF (Open Shortest Path First), 18, 39, 140, 194

comparing to IS-IS, 192
adjacency establishment, 205
area size, 215
commonalities, 197
convergence, 213
differences, 197–199
encapsulation, 200
flooding, 206–207
hierarchy, 210–212
LSA aging, 207
metrics, 208–209
neighbor discovery, 203–205
packet types, 200–203
reliability, 209
route calculation, 213
security, 215
terminology, 194–196
topology, 209

migrating to IS-IS, 245–246
SPF process. debugging, 316–317

output of commands, interpreting
show clns command, 303–304
show clns interface command, 306–309
show clns neighbors command, 305–306
show clns protocol command, 304–305
show commands, 300–302
show isis database command, 309–310
show isis spf-log command, 312
show isis topology command, 311

overload bit, configuring, 178–179
Overload field (LSP), 102

 

P

 

packet processors, 8
packets, 6, 42

authentication, 62
black-holing, 176–179

packets
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configuration information (ES-IS), 34
CSNPs (complete sequence number packets), 

116–118
fields, 347

TLV, 45–46
values, 43

format, 43
headers, 43
hello packets, 43, 348

end system hellos, 48
hello interval, 50
holdtime, 292

IS-IS versus OSPF, 20–203
LAN hello packets, fields, 55
link-state, 43, 353
LSPs, 140

Area Address TLV, 104
Attached field, 101
Authentication Information TLV, 105
Checksum field, 99–100, 132
End System Neighbors TLV, 104
flooding, 115, 121–128
header fields, 93–95
Interdomain Routing Protocol Information 

TLV, 109
IP Interface Address TLV, 106–109
IP Internal Reachability Information 

TLV, 105
IS Type field, 102–103
LSP ID field, 96–98
Overload field, 102
packet corruption storms, 295
Partition field, 100
Partition-Designated Level 2 Intermediate 

System TLV, 108
Prefix Neighbors TLV, 108
Protocols Supported TLV, 105
Remaining Lifetime field, 95
Sequence Number field, 98–99, 132–133
TLVs, 95, 103–104
viewing, 95

PSNPs (partial sequence number packets), 118
RD (route redirection), 34
sequence number, 43, 358

debugging, 317–318

SNPs (sequence number packets), 115
TLV fields, 45

Padding TLV, 45, 52, 56
parameters for exponential backoff, 189
Partition Designated Level 2 Intermediate System 

TLV, 45
Partition field (LSP), 100
Partition-Designated Level 2 TLV, 108
passive-interface command, 295, 334
passwords

assigning to interfaces, 284
authentication, 62, 340

configuring, 284–285
path determination

longest match routing, 21
SPF algorithm, 139

computational complexity, 
calculating, 143

example calculation, 144–146
graph theory, 140–143
IS-IS routes, calculating, 147–148
memory requirements, 144
operation on Cisco routers, 148–150
shortest path tree, building, 147–148
versus Bellman-Ford algorithm, 140

PDUs (protocol data units), 42
Length field (LAN hello), 56
PDU Type field, 44

performance, optimizing, 290–292
phased migration, EIGRP to IS-IS, 237–245
ping clns command, 318–321
point-to-point adjacencies, forming, 51–54
point-to-point connection model, 225

ATM configuration, 268
LSPs, flooding, 121–123
NBMA networks, 228
serial link configuration, 261–266

point-to-point hellos, fields, 52
point-to-point interfaces, show clns interface 

command output, 308–309
POS (Packet Over Sonet), 225
PRC (partial route calculation), 147, 190
prc-interval command, 190
Prefix Neighbors TLV, 45

Level 2, 108

packets
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principles of network design
access layer, 158
core layer, 158
distribution layer, 158
IP addressing layout, 165
scalability, 181
stability, 182

Priority field (LAN hello), 56
private address space, 11
process switching, 22
propagation of LSPs, improving convergence, 

185–186
protocol activity, suppressing over specific 

interfaces, 295
protocol argument (show clns command), 303
Protocols Supported TLV (Level 1 LSP), 46, 105
PRT (public routing topology), 25
pseudonode
pseudonode LSPs, 54–59, 97
PSNPs (partial sequence number packets), 

115, 118
purging

LSB, 132
LSPs, 295

 

R

 

RA (Registration Authority), ICD addresses, 74
RD (route redirection) packets, 34
reachability information, displaying, 333–334
redistribute command, 273–276
redistribution, 273

configuring, 274–278
migration from EIGRP to IS-IS, 233
static routes, 273

reducing hop count, 172
refresh interval, 96
registration authorities, NSAP addresses, 74–75
reliability, IS-IS versus OSPF, 209
Remaining Lifetime field (LSP), 95
remaining lifetime timer, 181
renumbering NSAP addresses, 80
representation of IPv6 addresses, 26
Reserved field, 44
restrictions on multi-area router support, 289

retransmission interval, 123
configuring, 130

RFC 10589 TLVs, 45
RFC 1195 TLVs, 46
RFC 941, NSAP addresses, 68
RIB (routing information base), 7

decision process, 60
Forwarding database, routing table, 61
Link-State database, update process, 60

RIP (Routing Information Protocol), 39
RIPv1, 17
RIPv2, 17

route argument (show clns command), 303
route calculation, IS-IS versus OSPF, 213
route flaps, troubleshooting, 338
route leaking, 271, 286

L1 areas to L2, 286–288
route processors, 7
route redistribution, 273
route summarization, configuring, 278– 280
router isis command, 179, 260 
routers, 6

adjacencies
formation of, troubleshooting, 322
problems, debugging, 315

centralized architecture, 8
debugging command, 300
distributed architecture, 7
Level 1, 41
Level 1-2, 41
Level 2, 41
LSPs, purging, 295
maintenance, troubleshooting, 332–333
multi-area support, configuring, 289
multihoming, 78

configuring, 78–80
RSPs, 8

routes, PRC (partial route calculation), 147
routing domains, 40. 

 

See also

 

 areas
areas, 40

addressing scheme, 41
Level 1 routers, 41
Level 2 adjacencies, 53

dual domains, 40
routing engine, 7
Routing Information Protocol. 

 

See

 

 RIP

Routing Information Protocol
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routing layer functions, 46
subnetwork-dependent, 47

adjacencies, maintaining, 48
broadcast subnetworks, 47
general topology subnetworks, 47
routing between nodes, 47

subnetwork-independent, 46, 59
routing protocols, 5

administrative distance, 61
classful versus classless, 14
classification, 14
default administrative distance, 234
distance-vector versus link-state, 16
EIGRP, 39
intradomain versus interdomain, 15, 16
link-state, troubleshooting, 299
metrics, 111–112

cost, 111
migrating, 222–225
narrow, 171
scalar link costs, 143
wide, 171

OSPF, 39
comparing to IS-IS, 192–215

RIP, 39
ships in the night, 39
SPF algorithm

computational complexity, 
calculating, 143

example calculation, 144–146
graph theory, 140–143
IS-IS routes, calculating, 147–148
memory requirements, 144
operation on Cisco routers, 148–150
shortest path tree, building, 147–148
versus Bellman-Ford algorithm, 140

routing tables, 7
RPF (reverse path forwarding), 19
RRR (Routing with Resource Reservation), 305
RSPs (route switch processors), 8

 

S

 

scalability, 181
NBMA networks, mesh groups, 228–229

scalar link costs, 143
security

authentication, 53, 62
comparing IS-IS and OSPF, 215
configuring, 284–285
troubleshooting, 340

HMAC-MD5 authentication algorithm, 284
IS-IS versus OSPF, 215

selecting backbone, 247
selective interface blocking, 231
Sequence Number field (LSP), 98–99, 132–133
sequence number packets, 43, 358

debugging, 317–318
SequenceModulus, 98
set-overload-bit command, 102
sh clns neighbor command, 227
ships in the night, 39
shortage of IP addresses, IPv6, 24–26
shortest path tree, building, 147–148
show as isis database command, 95
show clns command, 303–304
show clns interface command, 300, 306–309, 325

output, interpreting, 306–309
show clns neighbor command, 285, 300
show clns neighbors command, 283, 305, 324

output, interpreting, 305–306
show clns neighbors detail command, output, 

263–264
show clns protocol command, 240, 262–263, 

304–305
show commands, 300–302
show ip interface brief command, 334
show isis database command, 262, 266, 272, 300, 

309–310, 338
output, interpreting, 265, 309–310

show isis database output command, 338
show isis database private command, 122
show isis spf-log command, 294, 300, 312

output, interpreting, 312
show isis topology command, 311

output, 265
output, interpreting, 311

show isis-spf-log command, 148–149
simplified NSAP format, 72

Area ID field, 73

routing layer functions
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SNPAs (subnetwork points of attachment), 48, 68
SNPs (sequence number packets), 115

CSNPs, 116–118
PSNPs, 118

Source ID field (LAN hello), 55
specifying interval between SPF calculation events, 

293–294
SPF (shortest path first) algorithm, 139
SPF algorithm, 139

computational complexity, calculating, 143
debugging, 316–317
events, logging, 312
example calculation, 144–146
graph theory, 140–143
IS-IS routes, calculating, 147–148
memory requirements, 144
operation on Cisco routers, 148–150
shortest path tree, building, 147–148
triggers, 313

viewing, 148–149
versus Bellman-Ford algorithm, 140

spf-interval command, 188–189, 293–294
splitting areas, 80
SRM (Send Routing Message) flag, 121
SSN (Send Sequence Number) flag, 121
stability, 182

of LSB, 131
standardization, IS-IS Working Group, 35
static host name mapping, 84
static routes, 14

redistribution, 273
subcategories of IS-IS packets, 43
subinterfaces, mesh groups, 228–229
subnet masks, 11–12
subnets, 11–12

advertising, 333–334
broadcast, 47
general topology, 47
misconfiguration, troubleshooting, 331–332

subnetwork points of attachment (SNPAs), 68
subnetwork-dependent functions, 46–47

adjacencies, maintaining, 48
broadcast subnetworks, 47
general topology subnetworks, 47
routing between nodes, 47

subnetwork-independent functions, 46, 59

summarization, configuring, 278–280
suppressing protocol activity over specific 

interfaces, 295
switching mechanisms

CEF, 23–24
fast switching, 23
process switching, 22

synchronization, 177–178
effect on convergence, 187
LDB, 119, 120

SRM flag, 121
SSN flag, 121

SysID (system identifier), 40, 69
NSAP addresses, identifying, 76–78

System ID field (NSAP addresses), 72

 

T

 

TAC (Technical Assistance Center), expediting 
troubleshooting issues, 299

TCP/IP (Transmission Control Protocol/Internet 
Protocol), IP suite, 5–6

Telnet, 6
terminology, comparing OSPF and IS-IS, 194–196
TFTP (Trivial File Transport Protocol), 6
three-layer model

access layer, 158
core layer, 158
distribution layer, summarization, 167

timers
CSNP interval, 130
LSP generation interval, 130
maxage, 129

TLVs (type, length, and value), 43–45, 95, 103–104
Area Address, 104
combining old- and new -style, 172
Extended IP Reachability TLV, 113–115
Extended IS Reachability TLV, 113
Interdomain Routing Protocol Information, 109
IP Interface Address (Level 1 LSP), 106–109
Level 1 LSPs

Authentication Information, 105
End System Neighbors, 104
IP Internal Reachability Information, 105
Protocols Supported, 105

TLVs (type, length, and value)
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new-style, 171
old-style, 171

migrating to new, 222–225
Partition-Designated Level 2 Intermediate 

System, 108
Prefix Neighbors, 108
RFC 10589, 45
RFC 1195, 46
Type 1-2, Traffic Engineeering Router ID, 112

top-level domains, NSAP addresses, 71
topologies

convergence, 190–192
hierarchical, 160–161

areas, 162, 163–164
backbone, 161

topology
convergence, improving, 183–187
IS-IS versus OSPF, 209
least cost, 146

traffic, assigning metrics, 172
traffic argument (show clns command), 303
Traffic Engineering ID TLV, 112
transition command, 174
transition option (metric-style command), 293
transition schemes, 232

from classful IGPs, 247
IGRP, 249
RIP, 247–249

from EIGRP, 232
phases, 237– 245
timers, 235
verifying, 236

 from narrow to wide metrics, 224–225
triggers for SPF process events, 313
troubleshooting, 340

adjacency formation, 322
areas, duplicate system IDs, 326
authentication problems, 340
IGPs, 241
IP addresses, misconfiguration, 331–332
lookup mechanism, 332

discontiguous Level 2 subdomains, 339
LSP corruption storms, 339
route advertisement problems, 333–337
route installation problems, 337–338

LSP corruption storms, 339
NSAP misconfiguration, 324–325

route flaps, 338
router maintenance problems, 332–333
unstable routes, 338

tunnel configuration, 283
Type field, 45

 

U

 

unicast routing, 18–19
unique system IDs, defining, 76– 78
unnumbered interfaces, configuring, 282–283
unstable links, effect on convergence, 184–185
unstable routes, troubleshooting, 338
update process (Link-State database), 60

operation on Cisco routers, 148–150 
updates, debugging, 317–318

 

V

 

Value field, 45
verifying ATT bit setting, 310
Version field, 44
Version/Protocol ID Extension field, 44
viewing

enabled interfaces on router, 305
LSPs, 95
neighbor statistics, 305–306
SPF process triggers, 148–149

VIPs (versatile interface processors), 8, 23
virtual adjacencies, 100
virtual nodes, pseudonodes, 57–59
VLSM (Variable-Length Subnet Masking), 12

 

W-Z

 

WANs, multipoint connection model, 226
wide metrics, 171
wide option (metric-style command), 293

ZeroAgeLifetime, 96

TLVs (type, length, and value)
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