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nonfunctional requirements, 172
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Distributed system design, 78–79
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service design, 223–224
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Exit strategy, 194
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and feasibility, 66–67, 72
minimum project, 120, 192
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project charter, 191–194
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218–219
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for service utilization, 224–225
See also Risk management
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Infeasibilty, 67, 132, 192–193
Infrastructure services, 39–40, 44
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111–113
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Legacy code, and service wrappers, 47
Location dependencies, 47–49
Location transparency, 47–52
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Monitor, 167–169
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169–172, 177
Organization, and project success, 75

application design, 76–78
distributed system design, 78–79
multisilo projects, 80–88
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Outages, 22, 202–204, 226
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fostering cooperation, 93
project charter, 91, 120, 190–191
project feasibility, 92–93
split team, 97
success measurement, 93–94
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Partitioned projects, 195–196
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Performance constraints, 172
Performance monitoring, 225–226
Performer (conversation for action), 
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Brown.book  Page 240  Sunday, March 25, 2007  10:45 PM



Index 241

Phased projects, 194–195
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design, 69–70, 170–178
failures, 19–27
flow, 171–172
management, 68–70, 176–178
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feedback omissions, 165
multisilo projects, 80–81, 87
process design, 170–176
and project charter, 90–91, 191
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101–102
split team, 97
total architecture management, 125
virtual team, 109

Progress reports, 72
Project as a dialog, 184–186
Project charter, 10, 91

budgets, 65
exit strategy, 194
key participants, 91, 190–191
project governance, 191–194
request, 186–190

Project exit strategy, 194
Project feasibility

leadership team responsibilities, 
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92–93

Project governance, 191–194
enterprise architecture, 119–122
and feasibility, 66–67, 72
minimum steps for, 120–121

Project leadership team, 99
business process architect, 
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IT-centric project, 108–109
project manager, 87–91, 99–101
responsibilities, 103–107

systems architect, 102–103
virtual team, 109

Project manager, 87–91, 99–101
Project oversight, 88–95
Project portfolio planning, 218–219
Project prime objective, 66–67
Project risks and rewards, 189–190
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150, 156–158, 161–162
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Quality measurements, 163–166
Quantifying benefits, 64
Quantifying costs, 65
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Real-time monitoring, 206
Recovery process, 22–24
Registries (service documentation), 

224
Releases, phased, 194–197
Replication, data, 113, 205
Repositories (service 

documentation), 224
Request, project charter, 186–190
Request (conversation for action), 150
Request routing, 49–52
Request-only communications, 

168–169
Requestor (conversation for action), 

150–153, 155–156, 166–170, 173
Request-reply, 44–45, 57, 162
Responsibilities

business process architect, xxv, 11, 
71, 101–102

oversight, 88, 92–93
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process design, 170–178
of project leadership team, 

103–107
for risk assessment, 148
systems architect, xxv, 11, 71, 

102–103, 177–178
Reusable services, 8, 13, 39
Revenue losses, 202–207
Risk, business process, 147–149

breakdowns, 154–160
business executive sponsor, 

178–179
conversation for action, 149–152
delegation and trust, 153–154
dialog shortcuts, 160–170
responsibility assignments, 

170–178
Risk management, 215

exit strategy, 194
governance, 218–226
partitioned projects, 195–196
phased projects, 194–195
processes and governance, 

217–226
project as a dialog, 184–186
project charter, 186–194
project portfolio planning, 

218–219
project risk, 183–184
risk reduction, 199–210
service design, 219–224
service operation, 225–226
service utilization, 224–225
service-related risks, 215–217
TAS (Total Architecture 

Synthesis), 132–140
Risk reduction, 199

delays, 210–211
errors, 208–210
failures, 200–208
investment, 202–204

ROI, 8, 215, 218
Routing, distributed ESB, 49–52
Runtime overhead, 55–58

S

Scalability, 222
Schedule, 100–101, 103, 105, 188–189
Scoping, TAS, 136–137
Security certificate, 52
Separate projects, 195–197
Server failures, 202–204
Service abstract, 223–224
Service advertising, 216, 224
Service communications, 

standardization, 54–55
Service design governance, 219

architecture, implementation, and 
deployment, 221–223

documentation, 223–224
justification and specification, 

220–221
Service operation governance, 

225–226
Service orchestration, 5, 11–12
Service utilization governance, 

224–225
Service wrappers, 40–42, 47
Service-level agreements (SLAs), 

21–24
Service-level specifications, 22
Service-related risks, 215–217
Service(s), 37–41

access control, 52–53
business, 39–40
cost-benefit issues, 58–60
criteria for creating, 55–58
direct access, 48
ESB (enterprise service bus), 

48–52
event support, 44–45
evolutionary changes, 43
external, 46
functional stability, 42–44
indirect access, 48
infrastructure, 39–40
internal, 46
location transparency, 47–52
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service wrappers, 40–42, 47
specifying, 220–221
standardized message content, 

53–55
universal accessibility, 45–46

Ship Order, 170, 172–177
Shipped Goods, 173
Silo-based client-server 

development, 10–13
Silo-based focus, 75–76
Silo-based projects, 9–13
Silos, 6–9

multisilo projects, 80–88
partitioned projects, 195

Site disaster, 113, 205
Six Sigma, 164
SOAP, 54–55, 224
Solid-line reporting, 77n
Split oversight teams, 97
Stability of services, 41–44
Standardization, service 

communications, 54–55
Standardized message content, 

services, 53–55
Standards, 54–55, 115, 122–123
Steering committees, 88–90
Streaming audio/video, 46
Success, 63

development methodology, 70–72
measuring, 63–68
process management, 68–69
system design and process 

design, 69–70
Synchronous request-reply, 44–45, 162
System design, and process design, 

69–70
Systems architect

and business process design, 
170–178

multisilo projects, 80–82, 87
process design, 170–176
and project charter, 90–91, 191
responsibilities, xxv, 11, 71, 

102–103, 177–178
split team, 97

total architecture management, 125
virtual team, 109

Systems architecture leadership, 
multisilo projects, 86–88

Systems architecture synthesis, 135, 
139

Systems failures, 202–204

T

TAS (Total Architecture Synthesis), 
134

and agile development, 132
business process synthesis, 138–139
evaluation, 139
implementation caution, 140
overview, 135
project scoping, 136–137
requirements gathering, 137–138
systems architecture synthesis, 139

Task assignment, 175
Task execution assignments, 173–176
Task performance breakdowns, 

154–160
Task performance constraints, 172–173
Telecommunications service, SLAs, 

23–24
Testing, in production environment, 

20–21
Third party, delivering to, 166–168
Total architecture, 4–6, 13–16
Total architecture management 

group, 124–128
Training, enterprise architecture, 123
Transports, 45–46
Trust, 153–154
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UDDI, 224
UML, 131–134

activity diagram notation, 154–156
TAS, 141
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162, 166, 174, 206

Unified customer interface, 30–32
Universal accessibility, 45–46
Upgrade planning, 225–228
Use cases, 135–139
User ID/password, 52

V

Validating results, process design, 
178

Version upgrades, 226
Virtual hostnames, 47, 49
Virtual IP addresses, 47, 49
Virtual leadership team, 109
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Warehouse Management process, 
169–170, 172

Warehouse Workgroup, 173–177
Waterfall-style development, 

131–134
W3C SOAP, 54–55
Williams, Monci J., 163–164
Winograd, Terry, 148, 149
WS-* standards, 54–55
WSDL, 224
WS-Policy, 54–55
WS-Security, 54–55
WS-SecurityPolicy, 54–55
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XML (eXtensible Markup 
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