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VOMIT (Voice over Misconfigured 

Internet Telephones), 194

VoWLAN, 149

VPNs (virtual private networks), 114, 

122–124, 159

benefits of, 123

deployment options, 127–129

encryption, 126

QoS (quality of service), 127

tunneling, 124

vulnerability (security risks), 95

W
WANs (wide area networks), 26

bandwidth, 54

broadband access, 56-57

dedicated leased lines, 56

end-to-end systems, 53

high-speed access services, 58

56-Kbps access, 59

ATM access, 65

cable modem access, 62

DSL access, 60–61

Frame Relay access, 63–64

ISDN access, 59

private, dedicated leased-line 

access, 65–66

last-mile access services, 55–56

Metro Ethernet, 217

adoption considerations, 223

disadvantages, 220

market drivers, 218

services, 222

technology overview, 221

well suited applications, 218

mobile IP, 223

adoption considerations, 229

advantages, 225

components, 227–228

disadvantages, 225

market drivers, 224

security, 228

technology overview, 226

technology, 53

Web communication applications, 8

Web marketing, 7

Web marketing
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Web-based electronic procurement 

applications, 8

WECA (Wireless Ethernet 

Compatibility Alliance), 145–146

WEP (wired equivalent privacy), 151

wholesale business network

challenges, 292

impact of solution, 294

solution, 293

wide area networks. See WANs

wireless technology, 26

WLANs (wireless LANs), 132, 143

adoption considerations, 161–162

applications, 136, 139

campus mobility, 137

networks in motion, 138

public-access hotspot 

mobility, 138

teleworker mobility, 137

vertical market applications, 

140–141

components, 133–135

security, 104–105, 150–153

802.1x with EAP, 156–157

authentication, 156

SSIDs, 154

static WEP, 155

TKIP with message integrity 

checks, 158

VPNs, 159

technology overview, 143

802.11a, 147

802.11b, 145

802.11g, 148–149

VoWLAN, 149

value and benefits, 141–142

workforce optimization 

applications, 9

workgroups (VLANs), 77

X-Z
zoned paging (IPT systems), 181

Web-based electronic procurement applications

1354fmiIX.fm  Page 330  Thursday, February 12, 2004  2:28 PM


