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troubleshooting, 238
Shared Profile Components menu (ACS), 94
shared secret keys, troubleshooting, 214
Shell Command Authorization Sets, 178,
181–183
shell command authorization sets, versus PIX
command authorization sets, 229
sniffers, 8
software requirements for ACS version 3.2,
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SP (service provider) business model, 341
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set-based, 212
Wireless APs, AAA configuration, 213–214
synchronizing ACS devices, 277–280
system accounting, 11
System Configuration menu (ACS), 97–99
System Reports (ACS), 300–307
TACACS+, 12–13, 15
accounting, 36
AV pairs, 37–41
reports, 293
ACS user group configuration, 169–178
Shell Command Authorization Sets,
178–183
User Level command authorization, 183
authorization, 20
AV pairs, 317
acl= attribute, 318
addr= attribute, 318
addr-pool= attribute, 318
anac1#n attribute, 320
autocmd= attribute, 319
callback-dialstring= attribute, 319
callback-line= attribute, 319
callback-rotary= attribute, 319
cmd= attribute, 319
cmd-arg= attribute, 319
cfg= attribute, 319
cfg-arg= attribute, 319
cfg-arg1= attribute, 319
cfg-arg2= attribute, 319
cfg-arg3= attribute, 319
cfg-arg4= attribute, 319
cfg-arg5= attribute, 319
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tunnel-id= attribute, 325
wins-servers= attribute, 325
zonelist= attribute, 325
communication between NAS and AAA client, 16–17
encryption, 18–19
packet header fields, 17–18
packet types, 19–20
TEST1 method lists, applying to vty, 57
testing command authorization, 237
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