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and chaining, 280, 281
Pass Thru Authentication, 306
Policies container, 260
Political/functional division, of directory namespace, 54
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possSuperiors attribute, 252
postalAddress value, 296, 297, 299
Privacy, 35, 36, 163. See also Security
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Read-only servers, and single-master replication models, 144
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harvesting versus, 171, 173
Index

402

Replication, continued
- partitions, 140–141
- replicas, 141–143
- between sites, 235
- troubleshooting, 195
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Replication Manager entry, 303
Replication topology
  - with Active Directory, 237
  - for distributed directories, 157, 158, 159–160
replogfile directive, 205
Result codes, 84–85
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schema(s), 8, 30–31, 40
  - Active Directory, 251–255
  - common syntaxes for, 320, 321–322
  - Directory Server, 289–301
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Service interruptions, with OpenLDAP, 222, 223, 224
servicePrincipalName attribute, 254
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Session timeout parameter, 193
Shared secret key encryption, 186–187
Show Deleted Objects control, in Active Directory, 352
Simple Authentication and Security Layer, 35, 216, 262, 305
Simple LDAP Change Notification Mechanism, 313
Simple Object Access Protocol, 178
Single-master replication, 141
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slurp process and support for, 205
Sites, 236, 240
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slapadd program, 214, 215
slapcat program, 215
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  example, 346–348
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slapd process, with OpenLDAP, 201, 214
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  single-master replication supported via, 205
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Smart referrals, 280
sn attribute, 113
SOAP. See Simple Object Access Protocol
Software Development Kits, 248, 284, also see LDAP API functions
Sorted Search Request control, 352
Sorted Search Response control, 286, 354
Source, of data, 162
Special characters, 66
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  in search filters, 83
Special configuration parameters, with Directory Server, 304–305
Special search filter characters, 83
Special URL characters, 65
SQL, and OpenLDAP, 206
SSL. See Secure Sockets Layer
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Statistics control, 248, 353–354
String match operators, 80
Structural classes, 107, 114
Structure, 49
and containers, 10
of directories, 6, 55–56
and namespace, 41
Structure rules, in object class definition, 104–105
Subordinate entry to container, 49
Subordinate referrals, 147, 149, 204
subschema entry, 109, 128, 325
subschemaSubentry, 107, 213, 244
Subscribers, and data, 164
Substring matching rules, 118, 325
Substring values, wildcards used for matching, 80
Subtree scope, 74, 75
Subtree search filters, 362
Suffixes, language code, 124
Suffix referrals, 280
Sun, 274, 278, 309. See also Directory Server
Netscape versus, 272
online documentation site for, 301
server products from, 283
Sun Directory Proxy Server, 284, 301
Sun–Netscape Alliance, 271
Sun ONE Calendar Server, 284
Sun ONE Identity Server, 274
Sun ONE Messaging Server, 284
Sun Portal Server, 284
Superior classes, 108, 111, 112
Superior class field, in
AttributeTypeDescription, 111, 118
Superior referrals, 147, 204
Superior rules field, 109
supportedControl attribute, 95
surname (sn) attribute, 252
Synchronization, directory, 169–170
Synchronous versions, for API functions, 99
Synonyms, attribute name, 119, 120
ACIs, 308
for Active Directory, 252
for add operation requests, 88
for attribute values, 117
for extended match filter, 82
and language support, 125
for LDAP URL, 63–65, 148
list of common syntaxes, 320–322
for OpenLDAP, 212, 214, 215
and plug-ins, 287–288
for search filter item, 74
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Syntax field, in AttributeTypeDescription, 118
System container, 242
systemMayContain attribute, 253
systemMustContain attribute, 253
systemPossSuperiors attributes, 252
T
Ticket granting ticket (TGT), 337
TimeLimit, 79
Timestamps, 258, 259, 303
TLS. See Transport Layer Security
Tombstone, 257, 258
top class, 114, 253, 296
Transport Layer Security, 35, 36, 180, 186, 192, 223
Directory Server support for, 308
session encryption via, 208
Tree, 231
Tree Delete control, in Active Directory, 353
Tree structure, 49
TSEARCH, 96, 173, 313
TypesOnly, 79
UDP transactions, and CLDAP basis, 86
Unbind operation, 29, 93
Unicode Transformation Format–8, 30, 39, 123, 125
University of Michigan, 17, 271
University of Michigan code, 200, 201
Update sequence number, 258
URL naming, 63–65
Usage field, in AttributeTypeDescription, 119
userApplications, 119, 126
userCertificate attribute, 254, 306
User classification division, of directory namespace, 55
USERDN, 363
User entries, in Active Directory, 253
User object class, 253, 254
userPrincipalName attribute, 253
Users container, 242
USN. See Update sequence number
UTF–8. See Unicode Transformation Format–8

V
Vendors, 37–38
Verify Server Name control, in Active Directory, 354
Verisign, 190
Virtual list view, 96, 278, 279, 314
Virtual List View Request control, 286, 355
Virtual List View Response control, 286, 355
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vlvindex command, 279
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Web–based client interface, 72–76
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