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Cryptographic algorithms and XKMS, 334–338
Cryptography
   asymmetric key ciphers, 19–20
   MACs (message authentication codes), 15–17
   message digests, 13–15
   public key ciphers, 19–20
   secret key ciphers, 17
   symmetric key ciphers, 17–18
CSS (Cascading Style Sheets), 64–65, 67
Customized canonicalization, 188, 201, 205
Customized markup languages, 35

D
Data
   decrypting, 408–410
digest of, 214–215
digital signatures, 214–215
   encrypting, 361–362, 408–410
   information about, 215–216
   MIME type, 225–227
   multiple keys, 227
   SignatureMethod algorithms, 227
   specifying which is signed, 220–224
   standard form of, 169
   subset, 132
Data (cont.)
  transforms, 222
  type pointed to, 221–222
  verification has failed, 227
Data objects, 36
Data structures, 40
Data types
  abstract, 96
  deriving from complex types, 97
  listing, 97
  restricting derivation, 97
  schemas, 89–90, 213
  specifications, 96
  XAdES signatures, 271–273
DataEncodingUnknown faults, 153
DataObjectFormat element, 278–279
DataReference elements, 356, 358
dateTime simpleType, 89
Decimal character references, 53
Decrypt (Decryption Transform for XML Signature), 10
Decrypting
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user-readable name with key value, 354–355
XML, 368
Encryption algorithm, 348–349
Encryption key
information about, 348
pointers to data and keys encrypted, 354
pointers to items encrypted by, 356–357
recipient, 355
transporting, 354–356
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in-band key distribution, 316–317
INCLUDE keyword, 73
Independent parallel signatures, 278
Index, 136
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NIST (U.S. National Institute of Science and Technology), 465–466
NMTOKEN attributes, 80–81
NMTOKENS attribute, 81
NMTOKENS simpleType, 89
Node test (::*), 111
Node tests, 108, 110, 138
::node() node test, 111
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SignedSignatureProperties element, 268, 269
SignedSignatureProperty element, 279, 281
SignerContactInfo element, 281–282
SignerRole element, 282–283
Signing encrypted data, 375
SigningCertificate element, 274–275
SigningTime element, 274
SigPolicyID element, 276
SigPolicyQualifier element, 276
Simple protocol digital signature example, 230–232
Simple XML, 55
simpleType construct, 89–90
SimpleTypes, 89
Single apostrophe/single-quote (‘), 53
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single request-response TMEP, 161
SOAPAction: HTTP Header, 162
transport message exchange patterns, 160
Upgrade element, 147
VersionMismatch Fault, 148, 154
XKMS, 320, 324
XMLDSIG, 259–262
XPath, 261
SOAP applications and SOAP messages, 260
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CSS (Cascading Style Sheets), 64–65
security, 64
XSL (Extensible Stylesheet Language), 65–66
Subdocuments, 99
Subset data, 132
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Triple DES Key Wrap algorithm, 391, 415–416
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  271
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  268–269
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  267–268, 270
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schemes, 124
sequence of octets, 129
styles for algorithms, 385, 387
syntax, 124–127
Unicode characters, 129
XPointers, 132
URLs (Uniform Resource Locators), 123
URNs (Uniform Resource Names), 123
U.S. Digital Signature Algorithm, 303
See also DSA.
Use attribute, 93
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Veriﬁcation key, 247
Veriﬁcation, Inc. X.509v3 certiﬁcates, 26
Veriﬁcation Web site, 449–450
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X.509v3 certificates, 25–26
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securing archival signatures, 290–291
SignedProperties element, 268
signer’s role, 282–283
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kms:PassPhrase element, 325
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